
If you have records, please identify them in an e-mail reply and attach them to the e-mail. If the document
is not electronic, hand deliver them to me. Also, if you believe any of these related documents should be
withheld, please provide a brief memo stating the reason for your position.

I need this information and/or a response by COB December 5, 2006. If you cannot comply by this date,
please provide notification and an estimated time when you will provide the information and the reason
why you cannot comply by the original deadline. Thanks for your cooperation. See request below:

Wendy Weiser of the Brennan Center for Justice has submitted a FOIA request for the voting fraud report
prepared by our consultants and the voter ID report, as well as the following information:

"In the event that the EAC denies my renewed request for the voter ID and voting fraud reports or delays
another week in providing those materials, we respectfully request copies of (1) all requests for proposals
and contracts relating to the voter ID and voting fraud reports; and (2) all written and electronic
communications concerning the voter ID and voting fraud reports between the EAC and (a) the Eagleton
Institute of Politics, (b) the Moritz College of Law, (c) Tova Wang, (d) Job Serebrov, and (e) any other
individuals or entities, including but not limited to outside reviewers."

Please let me know if you would like a copy of the FOIA request.

Jeannie Layson
U.S. Election Assistance Commission
1225 New York Ave., NW
Suite 1100
Washington, DC 20005
Phone: 202-566-3100

asa'	 asrn	 aaa.	 asr;

www.eac.gov Weinberg Ltr May 12.doc Arnwine Itr May 12.doc Bauer Itr May 12.doc Donsanto Itr May 12.doc

aka:	 aa^'	 osa,,	 a= -	 ok^._

Ginsberg Itr May 12.doc Hearne Itr May 12.doc Perez Itr May 12.doc Rogers Itr May 12.doc Rokita Itr May 12.doc
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Gracia Hillman /EAC/GOV

03/02/2006 01:57 PM

To klynn-dyson@eac.gov

cc Adam Ambrogi/EAC/GOV@EAC, Arnie J.
Sherrill/EAC/GOV@EAC, Bert A.
Benavides/EAC/GOV@EAC, DeAnna M.

bcc

Subject Re: Eagleton close-out meetingI

I thought we were doing two separate time slots so that Eagleton would brief only two
commissioners at a time?
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Gracia Hillman /EAC/GOV	 To Karen Lynn-Dyson/EAC/GOV@EA

^'''`^ 03/02/2006 02:08 PM cc Thomas R. Wilkey/EAC/GOV@EAC, pdegregorio@eac.gov,
rmartinez@eac.gov, Ddavidson@eac.gov, sbanks@eac.gov,
Juliet E. Thompson/EAC/GOV@EAC

bcc

Subject Re: Eagleton close-out meeting1

Nicole's email says the time is 2:30 to 4:30, making it sound like one meeting I am not
suggesting two separate days but inquiring about the need for there to be two separate
sessions, per our GC's counsel.
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I
Thomas R. Wilkey/EAC /GOV 	To Juliet E. Hodgkins/EAC/GOV@EAC

11/09/2006 12:20 PM	 cc

bcc

Subject Tova and Job

Julie;
I had a call from Tova who had a call from Job on what are plans are for the report.
I think it would be a good idea for us to have a brief meeting with them early next week so that both
understand what we are doing here.
I told her we had found some interesting things they has assemled...but I think it would be good to "clear
the air " with both of them
Thanks
Tom

Thomas R. Wilkey
Executive Director
US Election Assistance Commission
1225 New York Aye, .NW- Suite 1100
Washington, DC 20005
(202) 566-3109 phone
TWilkey@eac.gov
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Thomas R. Wilkey/EAC/GOV
	

To Karen Lynn-Dyson/EAC/GOV@EAC, Juliet E.

05/01/2006 03:00 PM
	 Thompson-Hodgkins/EAC/GOV

cc

bcc

Subject Re: E-mail to Voter ID peer reviewers

Did we resolve the contact issues on this?

Sent from my BlackBerry Wireless Handheld
Karen Lynn-Dyson

From: Karen Lynn-Dyson
Sent: 05/01/2006 02:58 PM
To: Thomas Wilkey; Juliet Thompson-Hodgkins
Subject: E-mail to Voter ID peer reviewers

Tom and Julie-

Please take a look at this draft e-mail and let me know if it captures all that it needs to.

Would like to get this out ASAP- appreciate your feedback..

Dear Jonathan Nagler
Dear Jan Leighley
Dear Adam Berinsky

On behalf of the U.S. Election Assistance Commission (EAC), thank you in advance for agreeing
to assist us with the review of research conducted by the Eagleton Institute of Politics on voter
identification. By Friday, May 5, 2006, you will receive, in electronic form, the research paper
and relevant data analysis which supports the paper's findings. Through this independent review
by a small group of experts familiar with elections data and research we are seeking feedback on:

•	 The research methodology which was used to support the paper's conclusions
•	 The specific statistical applications which were used to analyze the data and arrive at
various conclusions

If there are alternate methodological and statistical approaches to analyzing the data on voter
identification, and if there is other data on voter identification that you think should have been
included in the analysis, please be certain to note this in your comments.

On May 11, 2006 EAC will conduct a 60-90 minute phone call with key Eagleton Institute staff
responsible for the research, members of Eagleton's peer review group and the EAC-identified
reviewers who have been asked to consider the research. Through this dialogue EAC hopes to
gather varying perspectives and insights on the research strategies and methods that were
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employed by Eagleton. As a result of this conversation, EAC anticipates that some revisions will
be made to the Eagleton research paper. This paper is scheduled to be presented to EAC's Board
of Advisors and Standards Boards in late May.

While EAC agency policy does not allow us to provide you with financial compensation for your
review of this research we greatly appreciate your willingness to assist us with this important
task. We believe that the research findings we will provide on voter identification are important
and will most certainly be enhanced by your insights and expertise.

Sincerely,

Karen Lynn-Dyson
Research Manager
U.S. Election Assistance Commission
1225 New York Avenue, NW Suite 1100
Washington, DC 20005
tel:202-566-3123
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Deliberative Process
Privilege

Margaret Sims /EAC/GOV	 To Gavin S. Gilmour/EAC/GOV@EAC

11/17/2006 02:48 PM	 cc Juliet E. Hodgkins/EAC/GOV@EAC, Jeannie
Layson/EAC/GOV@EAC

bcc

Subject Re: My Thoughts –PRIVILEGED COMMUNICATIOND

Gavin:

This looks good to me. I just have a few questions/clarifications, both involving the second paragraph:

1. First sentence - Do you mean "intra-agency", rather than interagency?
2. Second sentence - If we plan to release an EAC report based on the material provided by the

consultants, then can we avoid implying that we are ever going to release a report written by the
consultants?

3. Sixth sentence - I was present at only one interview, not all of them; but I did facilitate and help
schedule the interviews.

-- Peggy

Gavin S. Gilmour/EAC/GOV

Gavin S. Gilmour/EAC/GOV

11/17/2006 01:39 PM To Juliet E. Hodgkins/EAC/GOV@EAC, Jeannie
Layson/EAC/GOV, Margaret Sims/EAC/GOV@EAC

cc

Subject My Thoughts –PRIVILEGED COMMUNICATION

Do Not Release

Ia

People for the American Way.doc

Gavin S. Gilmour
Deputy General Counsel
United States Election Assistance Commission
1225 New York Ave., NW, Ste 1100
Washington., DC 20005
(202) 566-3100

THIS MESSAGE IS FOR ITS INTENDED RECIPIENT ONLY. IT IS A PRIVILEGED DOCUMENT AND
SHALL NOT BE RELEASED TO A THIRD PARTY WITHOUT THE CONSENT OF THE SENDER
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Deliberative Process
DRAFT	 Privilege

The document you request on voter fraud is protected from release under FOIA.
Specifically, the responsive information is protected by the Deliberative Process Privilege
and exempted from release under 5 U.S.C. §552(b)(5). As you may know, the
Deliberative Process Privilege protects intra-agency documents that are (1) predecisional
in nature and (2) part of the deliberative process. In other words, the documents must be
part of a process that recommends or presents opinions on a policy matter before that
matter is adopted. Such documents are exempt from release (1) to encourage open and
frank discussions on policy matters between agency subordinates and superiors, (2) to
protect against premature disclosure of proposed policies and (3) to protect against public
confusion that might result from disclosure of rationales that were not in fac -the ultimate
basis for agency action.

The report you have requested is an interagency document that is not . et complete
and has not been reviewed and approved by the Commissioners the relevant t Pricy
makers). The document was created by two contract employe1eswiihthe support of EAC
staff. The contract employees were hired pursuant EAC's authoiity sto .hire consultants
and experts under 5 U.S.C. §3109 (See 42 U.S.C. §153 	 ^divid als hired under
this authority enter into an employment relationship with the E 	 e contract
employees at issue were closely supervised by an E C piôgram director who participated
directly in the project. For example, the supervisor participatedin each interview
conducted for the project. Further, the contractêmpkyecs were provided research
materials and other support from EAC lave v - 	 t . Communications with
contract employees are interagency co unic ons or the purposes of FOIA.' Work
continues to proceed on the draft.

Similarly, the document u hvç eqüested constitutes a recommendation on a
policy matter. The purposeor ubj of the draft report at issue is to make an EAC
determination on how vote fraud should be studied by the Agency. This is to be done by
(1) accessing the nature and	 t'quality of the information that presently exits on the subject
matter (2) defining the terms and scope of EAC study as proposed under HAVA, (3)
determining what-is to bejtudied and (4) determining how it is to be studied. Clearly,
EAC's inte Cation :pt HAVA and its determination of what it will study and how it will
use its res c tØ.studit are matters of agency policy. This policy can only be made
by the P.'A 's duly appointed commissioners. This has not yet been done. Thus, an y

draft eciéated by staff is a proposal or recommendation on a policy matter and clearly both
predecisional aid deliberative.

Ro t4ihese reasons, the draft document you have requested is exempt from release.
The release of an incomplete and unofficial document would serve only to confuse the
public. We expect the report to be made final and approved by the Commission in
December. It will be made public at that time. Upon its release you may obtain a copy
of it on our Website.

1 Department of the Interior v. HIamath Water Users Protective Association, 532 U.S. 1, 9-11
(2001) and Hertzberg v. Veneman, 273 F. Supp. 2d 67, 76 n.2 (D.D.C. 2003).
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DRAFT

The EAC has decided to waive the processing fees for your request. If you
interpret any portion of this response as an adverse action, you may appeal it to the
Election Assistance Commission. Your appeal must be in writing and sent to the address
noted on the above letterhead. Any appeal submitted, must be postmarked no later than
60 calendar days from the date of this letter. Please include your reasons for
reconsideration and attach a copy of this letter.

Sincerely,
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Deliberative Process
Privilege

Margaret Sims /EAC/GOV	 To Juliet E. Hodgkins/EAC/GOV@EAC
11/17/200609:28 AM	 cc

bcc

Subject Draft Voter Fraud/Voter Intimidation Report

Julie:

I really like the tone, focus, and organization of the paper. I also liked the way you interspersed the lists of
Working Group members, interviewees, and reports reviewed with the text (drawing the reader's attention
to the info, cutting down on the # of appendices, and giving the eye a break from regular text). Attached is
your document with my comments, questions, and suggested changes. I did not do much to it.

Regarding your questions about the appendices:
I really did not prepare my summaries with an eye toward publication, but the consultants' summaries
probably include incendiary info (particularly re DOJ interviews). As for the case law, we have multiple,
voluminous charts, but no list. We can create a list from the charts, but that will take time. The
Commissioners may want to see the consultants' or my summaries and the case law charts, but do we
need to publish them?

Do we need to put short bios for Tova and Job in an appendix? --- Peggy

EAC VF VI Report- rev 11-17-06.doc
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EAC REPORT ON ,bO?M ERI FRAUD AND VOTER INTIMIDATION STUDY 	 -

INTRODUCTION

Voter fraud and intimidation is a phrase familiar to many voting-aged Americans.
However, it means different things to different people. Voter fraud and intimidation is a
phrase used to refer to crimes, civil rights violations, and at times even the correct
application of state or federal laws to the voting process. Past study of this topic has been
as varied as its perceived meaning. In an effort to help understand the realities of voter
fraud and voter intimidation in our elections, EAC has begun this, phase one, of a
comprehensive study on election crimes. In this phase of its examination, EAC has
developed a definition of election crimes and adopted some research methodology on
how to assess the true existence and enforcement of election crimes in this country.

PURPOSE AND METHODOLOGY OF THE EAC STUDY

Section 241 of the Help America Vote Act of 2002 (HAVA) calls on the U.S. Election
Assistance Commission (EAC) to research and study various issues related to the
administration of elections. During Fiscal Year 2006, EAC began projects to research
several of the listed topics. These topics for research were chosen in consultation with
the EAC Standards Board and Board of Advisors. Voter fraud and voter intimidation,
listed in §241(b)(6) and (7,) were topics wa a-topic that EAC as well as its advisory
boards felt were important to study to help improve the administration of elections for
federal office.

EAC began this study with the intention of identifying a common understanding of voter
fraud and intimidation and devising a plan for a comprehensive study of these issues.
This study was not intended to be a comprehensive review of existing voter fraud and
voter intimidation actions, laws, or prosecutions. That type of research is well beyond
the basic understanding that had to be established regarding what is commonly referred to
as voter fraud and voter intimidation. Once that understanding was reached, a definition
had to be crafted to refine and in some cases limit the scope of what reasonably can be
researched and studied as evidence of voter fraud and voter intimidation. That definition
will serve as the basis for recommending a plan for a comprehensive study of the area.

To accomplish these tasks, EAC employed two consultants, Tova Wang and Job
Serebrov, who along with EAC staff and interns conducted the research that forms the
basis of this report. The cGonsultants were chosen based upon their experience with the
topic and .	 to assure a bipartisan representation in
this study. The consultants and EAC staff were charged to: (1) to-research the current
state of information on the topics of voter fraud and voter intimidation, (2) to-develop a
uniform definition of voter fraud and voter intimidation;: and (3) to-propose
recommended strategies for researching this subject.
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EAC consultants reviewed existing studies, articles, reports and case law on voter fraud
and intimidation. In addition, EAC consultants conducted interviews with selected
experts in the field. Last, EAC consultants and staff presented their study to a working
group that provided feed back. The working group participants were:

The Honorable Todd Rokita
Indiana Secretary of State
Member, EAC Standards Board and the
Executive Board of the Standards Board

Kathy Rogers
Georgia Director of Elections, Office of
the Secretary of State
Member, EAC Standards Board

J.R. Perez
Guadalupe County Elections
Administrator, Texas

Barbara Arnwine
Executive Director, Lawyers Committee
for Civil Rights under Law
Leader of Election Protection Coalition

Benjamin L. Ginsberg
Partner, Patton Boggs LLP
Counsel to national Republican
campaign committees and Republican
candidates

Robert Bauer
Chair of the Political Law Practice at the
law firm of Perkins Coie, District of
Columbia
National Counsel for Voter Protection,
Democratic National Committee

Mark (Thor) Hearne H
Partner-Member, Lathrop & Gage, St
Louis, Missouri
National Counsel to the American
Center for Voting Rights

Barry Weinberg
Former Deputy Chief and Acting Chief,
Voting Section, Civil Rights Division,
U.S. Department of Justice

Technical Advisor:
Craig Donsanto
Director, Election Crimes Branch, U.S.
Department of Justice

Throughout the process, EAC staff assisted the consultants by providing statutes and
cases on this subject as well as supervision on the direction, scope and product of this
research.

The consultants drafted a report for EAC that included their summaries of existing t
relevant ER , studies and reports on voter fraud and intimidation as well as summaries---- - ----------------------------------
ofthe interviews that they conducted. The draft report also provided a definition of voter
fraud and intimidation and made certain recommendations developed by the consultants
or by the working group on how to pursue further study of this subject. This document
was vetted and edited to produce this final report.

EXISTING INFORMATION ABOUT FRAUD AND INTIMIDATION

To begin our study of voter fraud and voter intimidation, EAC consultants reviewed the
current body of information on voter fraud and intimidation. What the world knows
about these issues comes largely from a very limited body of reports, articles and books.

Comment [M2]: a cuiisiittaais diiI
not reaII su^nanuexu law.r 	 ir
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There are volumes of case law and statutes in the various states that also impact our
understanding of what actions or inactions are legally considered fraud or intimidation.
Last, there is anecdotal information available through media reports and interviews with
persons who have administered elections, prosecuted fraud, and studied these problems.
All of these resources were used by EAC consultants to provide an introductory look at
the available knowledge of voter fraud and voter intimidation.

Reports and Studies of Voter Fraud and Intimidation

Over the years, there have been a number of studies and reports published
conducted about the concepts o€voter fraud and voter intimidation. EAC consultants
reviewed many of these studies and reports to develop a base-line understanding of the
information that is currently available about voter fraud and voter intimidation. EAC
consultants reviewed the following articles, reports and books, summaries of which are
available in Appendix "_"•

Articles and Reports

• People for the American Way and the NAACP, "The Long Shadow of Jim
Crow," December 6, 2004.

• Laughlin McDonald, "The New Poll Tax," The American Prospect vol. 13
no. 23, December 30, 2002.

• Wisconsin Legislative Audit Bureau, "An Evaluation: Voter Registration
Elections Board" Report 05-12, September, 2005.

• Milwaukee Police Department, Milwaukee County District Attorney's
Office, Federal Bureau of Investigation, United States Attorney's Office
"Preliminary Findings of Joint Task Force Investigating Possible Election
Fraud," May 10, 2005.

• National Commission on Federal Election Reform, `Building Confidence
in U.S. Elections," Center for Democracy and Election Management,
American University, September 2005.

• The Brennan Center for Justice at NYU School of Law and Spencer
Overton, Commissioner and Law Professor at George Washington
University School of Law "Response to the Report of the 2005
Commission on Federal Election Reform," September 19, 2005.

• Chandler Davidson, Tanya Dunlap, Gale Kenny, and Benjamin Wise,
"Republican Ballot Security Programs: Vote Protection or Minority Vote
Suppression – or Both?" A Report to the Center for Voting Rights &
Protection, September, 2004.

3
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• Alec Ewald, "A Crazy Quilt of Tiny Pieces: State and Local
Administration of American Criminal Disenfranchisement Law," The
Sentencing Project, November 2005.

• American Center for Voting Rights "Vote Fraud, Intimidation and
Suppression in the 2004 Presidential Election," August 2, 2005.

• The Advancement Project, "America's Modern Poll Tax: How Structural
Disenfranchisement Erodes Democracy" November 7, 2001

• The Brennan Center and Professor Michael McDonald "Analysis of the
September 15, 2005 Voter Fraud Report Submitted to the New Jersey
Attorney General," The Brennan Center for Justice at NYU School of
Law, December 2005.

• Democratic National Committee, "Democracy at Risk: The November
2004 Election in Ohio," DNC Services Corporation, 2005

• Public Integrity Section, Criminal Division, United States Department of
Justice, "Report to Congress on the Activities and Operations of the Public
Integrity Section for 2002."

• Public Integrity Section, Criminal Division, United States Department of
Justice, "Report to Congress on the Activities and Operations of the Public
Integrity Section for 2003."

• Public Integrity Section, Criminal Division, United States Department of
Justice, "Report to Congress on the Activities and Operations of the Public
Integrity Section for 2004."

• Craig Donsanto, "The Federal Crime of Election Fraud," Public Integrity
Section, Department of Justice, prepared for Democracy.Ru, n.d., at
http://www.democracy.ru/english/library/internationalleng 1999-11. html

• People for the American Way, Election Protection 2004, Election
Protection Coalition, at
http://www.e1ectionprotection2004.org/edaynews.htm

• Craig Donsanto, "Prosecution of Electoral Fraud under United State
Federal Law," IFES Political Finance White Paper Series, IFES, 2006.

• General Accounting Office, "Elections: Views of Selected Local Election
Officials on Managing Voter Registration and Ensuring Eligible Citizens
Can Vote," Report to Congressional Requesters, September 2005.

rd
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• Lori Minnite and David Callahan, "Securing the Vote: An Analysis of
Election Fraud," Demos: A Network of Ideas and Action, 2003.

• People for the American Way, NAACP, Lawyers Committee for Civil
Rights, "Shattering the Myth: An Initial Snapshot of Voter
Disenfranchisement in the 2004 Elections," December 2004.

Books

• John Fund, Stealing Elections: How Voter Fraud Threatens Our
Democracy, Encounter Books, 2004.

• Andrew Gumbel, Steal this Vote: Dirty Elections and the Rotten History of
Democracy in American, Nation Books, 2005.

• Tracy Campbell, Deliver the Vote: A History of Election Fraud, An
American Political Tradition –1742-2004, Carroll & Graf Publishers,
2005.

• David E. Johnson and Jonny R. Johnson, A Funny Thing Happened on the
Way to the White House.: Foolhardiness, Folly, and Fraud in the
Presidential Elections, from Andrew Jackson to George W. Bush, Taylor
Trade Publishing, 2004.

• Mark Crispin Miller, Fooled Again, Basic Books, 2005.

During our review of these documents, we learned a great deal about the type of research
that has been conducted in the past concerning voter fraud and voter intimidation. None
of the studies or reports was based on a comprehensive nationwide study, survey or
review of all allegations, prosecutions or convictions of state or federal crimes related to
voter fraud or voter intimidation in the U.S. Most reports focused on a limited number of
case studies or instances of alleged voter fraud or intimidation. For example, "Shattering
the Myth: An Initial Snapshot of Voter Disenfranchisement in the 2004 Elections," a
report produced by the People for the American Way, focused exclusively on citizen
reports of fraud or intimidation to the Election Protection program during the 2004
presidential election. Similarly, reports produced annually by the Department of Justice,
Public Integrity Division, deal exclusively with crimes reported to and prosecuted by the
United States Attorneys and/or the Department of Justice through the Pubic Integrity
Section.

It is also apparent from a review of these articles and books that there is no consensus on
the pervasiveness of voter fraud and voter intimidation. Some reports, such as `Building
Confidence in U.S. Elections," suggest that there is little or no evidence of extensive
fraud in U.S. elections or of multiple voting. This conflicts directly with other reports,
such as the "Preliminary findings of Joint Task Force Investigating Possible Election
Fraud," produced by the Milwaukee Police Department, Milwaukee County District

5
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Attorney's Office, FBI and U.S. Attorney's Office. That report cited evidence of more
than 100 individual instances of suspected double-voting, voting in the name of persons
who likely did not vote, and/or voting using a name believed to be fake.

Voter intimidation is also a topic of some debate. Generally, speaking there is little
agreement on what constitutes actionable voter intimidation. Some studies and reports
cover only intimidation that involves physical or financial threats, while others cover
non-criminal intimidation and even legal practices that they allege suppress the vote.

One point of agreement is that absentee voting and voter registration by 	 -
pai4ynongovemmental ' ou has created opportunities for fraud. A number of studies _ _ -
cited circumstances in which voter registration drives have falsified voter registration
applications or have destroyed voter registration applications of persons affiliated with
voters-eta certain political party. Others conclude that paying persons per voter
registration application creates the opportunity and perhaps the incentive for fraud.

Interviews with Experts

In addition to reviewing prior studies and reports on voter fraud and intimidation, EAC
consultants interviewed a number of persons regarding their experiences and research of
voter fraud and voter intimidation. Persons interviewed included

Wade Henderson
Executive Director,
Leadership Conference for Civil Rights

Wendy Weiser
Deputy Director,
Democracy Program, The Brennan
Center

William Groth
Attorney for the plaintiffs in the Indiana
voter identification litigation

Lori Minnite
Barnard College, Columbia University

Neil Bradley
ACLU Voting Rights Project

Nina Perales
Counsel,
Mexican American Legal Defense and
Education Fund

Pat Rogers
Attorney, New Mexico

Rebecca Vigil-Giron
Secretary of State, New Mexico

Sarah Ball Johnson
Executive Director,
State Board of Elections, Kentucky

Stephen Ansolobohere
Massachusetts Institute of Technology

Chandler Davidson
Rice University

Tracey Campbell
Author, Deliver the Vote

Douglas Webber
Assistant Attorney General, Indiana

Heather Dawn Thompson
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Director of Government Relations,
National Congress of American Indians

Jason Torchinsky
Assistant General Counsel,
American Center for Voting Rights

Robin DeJarnette
Executive Director,
American Center for Voting Rights

Harry Van Sickle
Commissioner of Elections,
Pennsylvania

Joseph Sandler
Counsel
Democratic National Committee

John Ravitz
Executive Director
New York City Board of Elections

Sharon Priest
Former Secretary of State, Arkansas

Kevin Kennedy
Executive Director
State Board of Elections, Wisconsin

Evelyn Stratton
Justice
Supreme Court of Ohio

Tony Sirvello
Executive Director
International Association of Clerks,
Recorders, Election Officials and
Treasurers

Joseph Rich
Former Director
Voting Section, Civil Rights Division
U.S. Department of Justice

Craig Donsanto
Director, Public Integrity Section
U.S. Department of Justice

John Tanner
Director
Voting Section, Civil Rights Division
U.S. Department of Justice

These interviews in large part confirmed the conclusions that were gleaned from the
articles, reports and books that were analyzed. For example, the interviewees largely
agreed that absentee balloting is subject to the greatest proportion of fraudulent acts,
followed by vote buying and voter registration fraud. They similarly pointed to voter
registration drives by third partynongovernmental groups as a source of fraud,
particularly when the workers are paid per registration. Many asserted that
impersonation of voters is probably the least frequent type of fraud, citing as reasons that
it was the most likely type of fraud to be discovered,-and-that there are stiff penalties
associated with this type of fraud, and that it was an inefficient method of influencing an
election.

Interviewees differed on what they believe constitutes actionable voter intimidation. Law
enforcement and prosecutorial agencies tend to look to the criminal definitions of voter
intimidation which generally require some threat of physical or financial harm. On the
other hand, voter rights advocates tended to point to activities such as challenger laws,
voter identification laws, the location of polling places, and distribution of voting
machines as activities that can constitute voter intimidation.
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Those interviewed also expressed opinions on the enforcement of voter fraud and voter
intimidation laws. States have varying authorities to enforce these laws. In some states,
enforcement is left to the county or district attorney, and in others enforcement is
managed by the state's attorney general. Regardless, voter fraud and voter intimidation
are difficult to prove and require resources and time that local law enforcement and
prosecutorial agencies do not have. Federal law enforcement and prosecutorial agencies
have more time and resources but have limited jurisdiction. They can only prosecute
election crimes related to elections with a federal candidate on the ballot and those
committed by a public official under color of 	 involving federal candidateG . Those
interviewed differed on the effectiveness of the current system of enforcement_; Some
including these that allege that prosecutions are not sufficiently aggressive. Others-and
those that feel that the current laws are sufficient for prosecuting fraud and intimidation.

A summary of the each of the interviews conducted is attached as Appendix"".

Case Law and Statutes

Consultants reviewed over 40,000 cases that were identified using a series of search
terms related to voter fraud and voter intimidation. The majority of these cases came
from appeal courts. This is not a surprising situation, since most cases that are publicly
reported come from courts of appeal. Very few cases that are decided at the district court
level are reported for public review.

Very few of the identified cases were applicable to this study. Of those that were
applicable, no apparent thematic pattern emerged. However, it did seem that the greatest
number of cases reported on fraud and intimidation have shifted from past patterns of
stealing votes to present problems with voter registration, voter identification, the proper
delivery and counting of absentee and overseas ballots, provisional voting, vote buying
and challenges to felon eligibility.

A listing of the cases reviewed in this study is attached as Appendix"".

Media Reports

EAC consultants reviewed thousands of media reports concerning a wide variety of
potential voter fraud or voter intimidation, including:

• absentee ballot fraud,
• voter registration fraud,
• voter intimidation and suppression,
• deceased voters,
• multiple voting,
• felons voting,
• non-citizens voting,
• vote buying,
• deceptive practices, and
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• fraud by election officials.

While these reports showed that there were a large number of allegations of voter fraud
and voter intimidation, they provided much less information as to whether the allegations
were ever formalized as complaints to law enforcement, whether charges were filed,
whether prosecutions ensued, and whether any convictions were made. The media
reports were enlightening as to the pervasiveness of complaints of fraud and intimidation
throughout the country, the correlation between fraud allegations and the perception that
the state was a "battleground" or "swing" state, and the fact that there were reports of
almost all types of voter fraud and voter intimidation. However, these reports do not
provide much data for analysis as to the number of complaints, charge and prosecutions
of voter fraud and intimidation throughout the country.

DEFINITION OF ELECTION CRi KES

From our study of available information on voter fraud and voter intimidation, we have
learned that these terms mean many things to many different people. These terms are
used casually to refer to anything from vote buying to refusing to register a voter to
falsifying voter registration applications. Upon further inspection, however, it is
apparent that there is no common understanding of what is and what is not "voter fraud"
and "voter intimidation." Some think of voter fraud and voter intimidation only as
criminal acts, while others include actions that may constitute civil wrongs, civil rights
violations, and even legal and appropriate activities. In order to come up with a common
definition and list of activities that can be studied, EAC assessed the appropriateness of
the terminology that is currently in use and applied certain factors to limit the scope and
reach of what can and will be studied by EAC in the future.

New Terminology

The phrase `voter fraud" is really a misnomer for a concept that is much broader. "Fraud"
is a concept that connotes an intentional act of deception, which may constitute either a
criminal act or civil tort depending upon the willfulness of the act.

Fraud, n. 1. A knowing misrepresentation of the truth or concealment of a
material fact to induce another to act to his or her detriment. • Fraud is 	 a _ _ _
tort, but in some cases (esp. when the conduct is willful) it may be a crime.

Black's Law Dictionary, Eighth Edition, p. 685.

A "voter" is a person who is eligible to and engages in the act of voting. Black's Law
Dictionary, Eighth Edition, p. 1608. Using these terms to form a definition of "voter
fraud," it means fraudulent or deceptive acts committed by the voter or in which the voter
is the victim. Thus, a voter who intentionally provides false information on a voter
registration application or intentionally impersonates another registered voter and
attempts to vote for that person would be committing "voter fraud." Similarly, a person

DIOSS :



DRAFT – DO NOT DISTRIBUTE

who knowingly provides false information to a voter about the location of the voter's
polling place commits fraud on the voter.

The phrase "voter fraud" does not capture a myriad of other criminal acts that are related
to elections which are not perpetrated by the voter and/or do not involve an act of
deception. For example, "voter fraud" does not capture actions or willful inaction by
candidates and election workers. When an election official willfully and knowingly
refuses to register to vote an otherwise legally eligible person it is a crime. This is a
crime that involves neither the voter nor an act of deception.

To further complicate matters, the phrases "voter fraud" and "voter intimidation" are
used to refer to actions or inactions that are criminal as well as those that are potentially
civil wrongs and even those that are legal. Obviously, criminal acts and civil wrongs are
pursued in a very different manner. Criminal acts are prosecuted by the local, state or
federal government. Generally, civil wrongs are prosecuted by the individual who
believes that they were harmed. In some cases, when civil rights are involved, the civil
division of the Department of Justice may become involved.

The goal of this study was to develop a common definition of what is generically referred
to as `voter fraud" and "voter intimidation" that would serve as the basis efor a future,
comprehensive study of the existence of these problems. In order to meet that goal, we
recognize that the current terminology does not accurately represent the spectrum of
activities that we desire to study. Furthermore, we recognize that the resources, both
financial and human capital, needed to study allegations and prosecutions of criminal
acts, suits involving civil torts, and allegations of potential voter suppression through the
use legal election processes are well beyond the resources available to EAC. As such,
EAC has defined "election crimes," a phrase that captures all crimes related to the voter
registration and voting processes.

What is an Election Crime for Purposes of this ud	 - _ -

Election crimes are intentional acts or willful failures to act, prohibited by state or federal
law, that are designed to cause ineligible persons to participate in the election process,
eligible persons to be excluded from the election process, ineligible votes to be cast in an
election, eligible votes not to be cast or counted, or other interference with or invalidation
of election results. Election crimes generally fall into one of four categories: acts of
deception;-, acts of coercion;; acts of damage or destruction: and failures or refusals to
act.

Generally speaking, election crimes can be committed by voters, candidates, election
officials, or any other members of the public that desire to criminally impact the result of
an election. However, crimes that are based upon knowing or willful failure to act
assume that a duty to act exists. Election officials have affirmative duties to act with
regard to elections. By and large, other groups and individuals do not have such duties.

10
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The victim of an election crime can be a voter, a group of voters, or the public, in general.
Election crimes can occur during any stage of the election process, including but not
limited to qualification of candidates; voter registration; campaigning; voting system
preparation and programming; voting either early, absentee, or election day; vote
tabulation; recounts; and recalls.

The following are examples of activities that may constitute election crimes. This list is
not intended to be exhaustive, but is representative of what states and or the federal
government consider criminal activity related to elections.

Acts of Deception

o Knowingly causing to be mailed or distributed, or knowingly mailing or
distributing, literature that includes false information about the voter's precinct or
polling place, regarding the date and time of the election or regarding a candidate;

o Possessing an official ballot outside the voting location, unless the person is an
election official or other person authorized by law or local ordinance possess a
ballot outside of the polling location;

o Making, or knowingly possessing, a counterfeit of an official election ballot;
o Signing a name other than his/her own to a petition proposing an initiative,

referendum, recall, or nomination of a candidate for office;
o Knowingly signing more than once for the proposition, question, or candidate at

one election;
o Signing a petition proposing an initiative or referendum when the signer is not a

qualified voter.
o Voting or attempting to vote in the name of another person;
o Voting or attempting to vote more than once at the same election;
o Intentionally making a false affidavit, swearing falsely, or falsely affirming under

an oath required by a statute regarding their voting status, including when
registering to vote, requesting an absentee ballot or presenting to vote in person;

o Registering to vote without being entitled to register;
o Knowingly making a material false statement on an application for voter

registration or re-registration; and
o Voting or attempting to vote in an election after being disqualified or when the

person knows that he/she is not eligible to vote.

Acts of Coercion

o Using, threatening to use, or causing to be used force, coercion, violence,
restraint, or inflicting, threatening to inflict, or causing to be inflicted damage
harm, or loss, upon or against another person to induce or compel that person to
vote or refrain from voting or to register or refrain from registering to vote;

o Knowingly paying, offering to pay, or causing to be paid money or other valuable
thing to . a person to vote or refrain from voting for a candidate or for or against an
election proposition or question;

11
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o Knowingly soliciting or encouraging a person who is not qualified to vote in an
election;

o Knowingly challenging a person's right to vote without probable cause or on
fraudulent grounds, or engaging in mass, indiscriminate, and groundless
challenging of voters solely for the purpose of preventing voter from voting or
.delay the process of voting;

o As an employer, attempting by coercion, intimidation, threats to discharge or to
lessen the remuneration of an employee, to influence his vote in any election, or
who requires or demands an examination or inspection by himself or another of
an employee's ballot;

o Soliciting, accepting, or agreeing to accept money or other valuable thing in
exchange for signing or refraining from signing a petition proposing an initiative;

o Inducing or attempting to induce an election official to fail in the official's duty
by force, threat, intimidation, or offers of reward;

o Directly or through any other person advancing, paying, soliciting, or receiving or
causing to be advanced, paid, solicited, or received, any money or other valuable
consideration to or for the use of any person in order to induce a person not to
become or to withdraw as a candidate for public office; and

o Soliciting, accepting, or agreeing to accept money or other valuable thing in
exchange for registering to vote.

Acts of Damage or Destruction

o. Destroying completed voter registration applications that are necessary for the 	 -	 Formatted: Bullets and Numbering

applicants to exercise their right to vote;
o Removing or destroying any of the supplies or other conveniences placed in the

voting booths or compartments for the purpose of enabling the voter to vote his or
her ballot;

o Removing, tearing down, or defacing election materials, instructions or ballots;
o Fraudulently altering or changing the vote of any elector, by which such elector is

prevented from voting as he intended;
o Knowingly removing, altering, defacing or covering any political sign of any

candidate for public office for a prescribed period prior to and following the
election;

o Intentionally changing, attempting to change, or causing to be changed an official
election document including ballots, tallies, and returns; and

o Intentionally delaying, attempting to delay, or causing to be delayed the sending
of certificate, register, ballots, or other materials whether original or duplicate,
required to be sent by jurisdictional law.

Failure or Refusal to Act

o Intentionally failing to perform an election duty, or knowingly committing an

unauthorized act with the intent to effect the election;
o Knowingly permitting, making, or attempting to make a false count of election

returns;

12
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o Intentionally concealing, withholding, or destroying election returns or attempts
to do so;

o Marking a ballot by folding or physically altering the ballot so as to recognize the
ballot at a later time;

o Attempting to learn or actually and unlawfully learning how a voter marked a
ballot;

o Distributing or attempting to distribute election material knowing it to be
fraudulent;

o Knowingly refusing to register a person who is entitled to register under the rules
of that jurisdiction; and

o Knowingly refusing to allow an eligible voter to cast his/her ballot.

What is not an Election Crime for Purposes of this ,.`'I

There are some actions or inactions that may constitute crimes or civil wrongs that we do
not include in our definition of "election crimes." All criminal es-or civil violations
related to campaign finance contribution limitations and prohibitions, as well as reporting
either at the state or federal level are not "election crimes" for purposes of this study and
any future study conducted by EAC. The federal agency responsible for administering
federal campaign finance law and monitoring the status of state campaign finance law is
the Federal Election Commission (FEC).

Similarly, criminal acts that are unrelated to elections, voting, or voter registration are not
"election crimes," even when those offenses occur in a polling place, voter registration
office, or a candidate's office or appearance. For example, an assault or battery that
results from a fight in a polling place or at a candidate's office is not an election crime.
.Similarly, violations of ethical provisions such as the Hatch Act are not "election
crimes." Last, actions that do no rise to the level of criminal activity, that is a
misdemeanor, relative felony or felony, are not "election crimes."

RECOMMENDATIONS ON HOW TO STUDY ELECTION CRIMES

As a part of its study, EAC sought recommendations on ways that EAC can study the
existence of election crimes. EAC consultants developed recommendations. In addition,
the working group and some of the persons interviewed as a part of this study provided
recommendations.

Recommendation 1: Conduct More Interviews

Future activity in this area should include conducting additional interviews. In particular,
more election officials from all levels of government, parts of the country, andolp itical
parties should be interviewed. It would also be especially beneficial to talk to people in
law enforcement, specifically federal District Election Officers ("DEOs") and local
district attorneys, as well as civil and criminal defense attorneys.

Recommendation 2: Follow Up on Media Research

13
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The media search conducted for this phase of the research was based on a list of search
terms agreed upon by EAC consultants. Thousands of articles were reviewed and
hundreds analyzed. Many of the articles contain allegations of fraud or intimidation.
Similarly, many of the articles contain information about investigations into such
activities or even charges brought. Additional media research should be conducted to
determine what, if any, resolutions or further activity there was in each case.

Recommendation 3: Follow Up on Allegations Found in Literature Review

Many of the allegations made in the reports and books that were analyzed and
summarized by EAC consultants were not substantiated and were certainly limited by the
date of publication of those pieces. Despite this, such reports and books are frequently
cited by various interested parties as evidence of fraud or intimidation. Further research
should include follow up on the allegations discovered in the literature review.

Recommendation 4: Review Complaints Filed With "My Vote]" Voter Hotline

During the 2004 election and the statewide elections of 2005, the University of
Pennsylvania led a consortium of groups and researchers.in conducting the MyVotel
Project. This project involved using a 1-800 voter hotline where voters could call for poll
location, be transferred to a local hotline, or leave a recorded message with a complaint.
In 2004, this resulted in over 200,000 calls received and over 56,000 recorded
complaints.

Further research should be conducted using the MyVoteI data with the cooperation of the
project leaders. While perhaps not a fully scientific survey given the self-selection of the
callers, the information regarding 200,000 complaints may provide a good deal of insight
into the problems voters experienced, especially those in the nature of intimidation or
suppression.

Recommendation 5: Further Review of Complaints Filed With U.S. Department of
Justice

Although according to a recent GAO report the Voting Section of the Civil Rights
Division of the Department of Justice has a variety ia of ways it tracks complaints of
voter intimidation. Attempts should be made to obtain relevant data, including the
telephone logs of complaints and information from the Interactive Case Management
(ICM) system. Further research should also include a review and analysis of the
DOJ/OPM observer and monitor field reports from Election Day.

Recommendation 6: Review Reports Filed By District Election Officers

Further research should include a review of the reports that must be filed by every
District Election Officer to the Public Integrity Section of the Criminal Division of the
Department of Justice. The DEOs play a central role in receiving reports of voter fraud
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and investigating and pursuing them. Their reports back to the Department would likely
provide tremendous insight into what actually transpired during the last several elections.
Where necessary, information could be redacted or . made confidential.

Recommendation 7: Attend Ballot Access and Voting Integrity Symposium

Further activity in this area should include attending the next Ballot Access and Voting
Integrity Symposium. At this conference, pprosecutors serving as District Election
Officers in the 94 U.S. Attorneys' Offices obtain annual training on fighting election
fraud and voting rights abuses. These conferences are sponsored by the Voting Section of
the Civil Rights Division and the Public Integrity Section of the Criminal Division, and
feature presentations by Civil Rights officials and senior prosecutors from the Public
Integrity Section and the U.S. Attorneys' Offices. By attending the symposium
researchers could learn more about the following how District Election Officers are
trained; how information about previous election and voting issues is presented; and how
the Voting Rights Act, the criminal laws governing election fraud and intimidation, the
National Voter Registration Act, and the Help America Vote Act are described and
explained to participants

Recommendation 8: Conduct Statistical Research

EAC should measure voter fraud and intimidation using interviews, focus groups, and a
survey and statistical analysis of the results of these efforts. The sample should be based
on the following factors:

o Ten locations that are geographically and demographically diverse where
there have historically been many reports of fraud and/or intimidation;

o Ten locations (geographically and demographically diverse) that have not had
many reports of fraud and/or intimidation;

EAC should also conduct a survey of elections officials, district attorneys, and district
election officers. The survey sample should be large in order to be able to get the
necessary subsets. The sample must include a random set of counties where there have
and have not been a large number of allegations

Recommendation 9: Explore Improvements to Federal Law

Future researchers should review federal law to explore ways to make it easier to impose
either civil or criminal penalties for acts of intimidation that do not necessarily involve
racial animus and/or a physical or economic threat.

Recommendation 10: Use Observers to Collect Data on Election Day

Use observers to collect data regarding fraud and intimidation at the polls in on Election
Day. There may be some limitations to the ability to conduct this type of research,
including difficulty gaining access to polling places for the purposes of observation, and
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concerns regarding how the observers themselves may inadvertently or deliberately
influence the occurrence of election crimes.

Recommendation 11: Study Absentee Ballot Fraud

Because absentee ballot fraud constitutes a large portion of election crimes, a stand-alone
study of absentee ballot fraud should be conducted. Researchers should look at actual
cases to see how absentee ballot fraud schemes are conducted in an effort to provide
recommendations on more effective measures for preventing them.

Recommendation 12: Use Risk Analysis Methodology to Study Fraud

Conduct an analysis of what types of fraud people are most likely to commit.
Researchers can use that risk analysis to rank the types of fraud based on the ease of
commission and the impact of the fraud.

Recommendation 13: Conduct Research Using Database Comparisons

Researchers should compare information on databases to determine whether the voter
rolls contain deceased persons and felons. In addition, the voter rolls can then be
compared with the list of persons who voted to determine whether deceased voters or
felons are noted as having actually voted.

Recommendation 14: Conduct a Study of Deceptive Practices

The working group discussed the increasing use of deceptive practices, such as flyers
with false and/or intimidating information, to suppress voter participation. A number of
groups, such as the Department of Justice, the EAC, and organizations such as the
Lawyers Committee for Civil Rights, keep phone logs regarding complaints of such
practices. These logs should be reviewed and analyzed to see how such practices are
being conducted and what can be done about them.

Recommendation 15: Study Use of HA VA Administrative Complaint Procedure as
Vehicle for Measuring Fraud and Intimidation

EAC should study the extent to which states are actually utilizing the administrative
complaint procedure mandated by HAVA. In addition, the EAC should study whether
data collected through the administrative complaint procedure can be used as another
source of information for measuring fraud and intimidation.

Recommendation 16: Examine the Use of Special Election Courts

Given that many state and local judges are elected, it may be worth exploring whether
special election courts should be established to handle fraud and intimidation complaints
before, during and after Election Day. Pennsylvania employs such a system and could
investigate how well that system is working.

16
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Accepted Recommendations

There has never been a comprehensive national study that gathered data regarding all
claims, charges and prosecutions of voting crimes. EAC feels that a comprehensive
study is the most important research that it can offer the election community and the
public. As such, EAC has adopted all or a part of six of the 16 recommendations made by
EAC consultants and working group.

While several of the other recommendations could be used to obtain more anecdotal
information regarding election crimes, EAC believes that what is needed is a
comprehensive survey and study of the information available from investigatory
agencies, prosecutorial bodies and courts on the number and types of complaints, charges
and prosecutions of election crimes. Additional media reviews, additional interviews and
the use of observers to collect information from voters on Election Day will only serve to
continue the use of anecdotal data to report on election crimes. Hard data on complaints,
charges and prosecutions exists and we should gather and use that data, rather than rely
on the perceptions of the media or the members of the public as to what might be fraud or
intimidation.

Some of the recommendations are beyond the scope of the current study. While election
courts may be a reasonable conclusion to reach after we determine what volume and type
of election crimes are being reported, charged or prosecuted, it is premature to embark on
an analysis of that solution without more information. Last, some of the
recommendations do not support a comprehensive study of election crimes. While a risk
analysis might be appropriate in a smaller scale study, EAC desires to conduct a broader
survey to avoid the existing problem of anecdotal and limited scope of information.

In order to further its goal of developing a comprehensive data set regarding election
crimes and the laws and procedures used to identify and prosecute them, EAC intends to
engage in the following research activities in studying the existence and enforcement of
election crimes:

Survey Chief Election Officers Regarding Administrative Complaints

Likely sources of complaints concerning voting crimes are the administrative complaint
processes that states were required to establish to as apart of complying with HAVA
M2. These complaint procedures were required to be in place prior to a state receiving
any funds under HAVA. Citizens are permitted to file complaints alleging violations of
HAVA Title III provisions under theese procedures with the state's chief election official
and theese complaints must be resolved within 60 days. The procedures also allow for
alternative dispute resolution of claims. Some states have expanded this process to
include complaints of other violations, such as election crimes.

In order to determine how many of these complaints allege the commission of election
crimes, EAC will survey the states' chief election officers regarding complaints that have
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been filed, investigated and resolved since January 1, 2004. EAC will use the definition
of election crimes provided above in this report in its survey so that data regarding a
uniform set of offenses can be collected.

SurveyState Election Crime Investigation Units Regarding Complaints Filed
and a err'

Several chief state election officials have developed investigation units focused on
receiving, investigating and referring complaints of election crimes. These units were
established to bolster the abilities of state and local law enforcement to investigate
allegations of election crimes. California, New York and Florida are just three examples
of states that have these types of units.

EAC will use a survey instrument to gather information on the numbers and types of
complaints that have been received by, investigated and ultimately referred to local or
state law enforcement by election crime investigation units since January 1, 2004. This
data will help us understand the pervasiveness of perceived fraud, as well as the number
of claims that state election officials felt were meritorious of being referred to local and
state law enforcement or prosecutorial agencies for further action.

Survey Law Enforcement and Prosecutorial Agencies Regarding Complaints
and Charge of Voting 	 e	 - -

While voters, candidates and citizens may call national hotlines or the news media to
report allegations of election crimes, it is those complaints that are made to law
enforcement that can be investigated and ultimately prosecuted. Thus, it is critical to the
study of election crimes to obtain statistics regarding the number and types of complaints
that are made to law enforcement, how many of those complaints result in the perpetrator
being charged or indicted, and how many of those charges or indictments result in pleas
or convictions.

Thus, EAC will survey law enforcement and prosecutorial agencies at the local, state and
federal level to determine the number and types of complaints, charges or indictments,
and pleas or convictions of election crimes since January 1, 2004. In addition, EAC will
seek to obtain an understanding of why some complaints are not charged or indicted and
why some charges or indictments are not prosecuted.

Analyze Survey Data in Light of State Laws and^Poce ure

Once a reliable data set concerning the existence and enforcement of election crimes is
assembled, a real analysis of the effectiveness of fraud prevention measures can be
conducted. For example; data can be analyzed to determine if criminal activities related
to elections are isolated to certain areas or regions of the country. Data collected from
the election official surveys can be compared to the data regarding complaints, charges
and prosecutions gathered from the respective law enforcement and prosecutorial
agencies in each jurisdiction. The effect and/or effectiveness of provisions such as voter
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identification laws and challenger provisions can be assessed based on hard data from
areas where these laws exist. Last, analyses such as the effectiveness of enforcement can
be conducted in light of the resources available to the effort.

CONCLUSION

Election crimes are nothing new to our election process. The pervasiveness of these
crimes and the fervor with which they have been enforced has created a great deal of
debate among academics, election officials, and political pundants. Past studies of these
issues have been limited in scope and some have been riddled with bias. These are
issues that deserve comprehensive and nonpartisan review. EAC through its
clearinghouse role will collect and analyze data on election crimes throughout the
country. These data not only will tell us what types of election crimes are committed and
where fraud exists, but also inform us of what factors impact the existence, prevention
and prosecution of election crimes.
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Margaret Sims /EAC/GOV	 To Juliet E. Hodgkins/EAC/GOV@EAC
11/15/2006 04:02 PM	 cc

bcc

Subject Re: Draft Voter FraudNoter Intimidation[
}s^

• a	 ^ , x phi mess g	 s een^repi	 o.	 t	 it	 ^^ _ ^^	 "^	 -

Got it, and will get back to you by Friday AM. -- Peggy
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Margaret Sims /EAC/GOV	 To Juliet E. Hodgkins/EAC/GOV@EAC, Tamar

10/19/2006 07:04 PM	 Nedzar/EAC/GOV@EAC
cc twilkey@eac.gov, Gavin S. Gilmour/EAC/GOV@EAC

bcc

Subject Voter Fraud-Voter Intimidation Draft Report

Attached is a copy of the draft voter fraud-voter intimidation report that combines all of the pieces
provided to me by the consultants, except for the voluminous Nexis research and case law charts.Tom
wants to get this before the Commissioners ASAP, but I need some other eyes to look it over before we
do. Although I've made some formatting changes to provide some consistency in presentation, and
corrected a couple of glaring errors, I remain concerned about a number of issues:

• As you know, references to DOJ actions/responses have caused some concern at DOJ. But both
consultants are adamantly opposed to EAC making substantive changes to their report. Perhaps
using footnotes clearly labeled as EAC footnotes would be a method of addressing this issue?

• There are some recommendations regarding DOJ that we (the consultants and I) were told would not
be supported by DOJ, and other references to DOJ, none of which have been reviewed by the
department. I think we ought to give Craig Donsanto and John Tanner a chance to provide feedback
on each of these sections.

• I am a little concerned about the naming of names, particularly in the section that addresses working
group concerns. If we publish it as is, it might end up as fodder for some very negative newspaper
articles.

• The report currently uses three different voices: third person, first person singular, first person plural.
I think this looks really clumsy. If we are not actually making substantive changes, perhaps we could
get away with making the presentation consistent in this regard.

• Because the consultants submitted the report in pieces, they did not include proper sequeways.
don't know if we should leave it as is, or insert them where needed.

Please let me know what you think. If it would help, we can schedule a teleconference. --- Peggy

VF VI Final Rept-draft 10-19-06.doc
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Voting Fraud and Voter Intimidation – Preliminary Research & Recommendations

Introduction

Charge Under HAVA

Under the Help America Vote Act, Pub. L. No. 107-252, 116 Stat. 1666 (2002)
("HAVA"), the United States Election Assistance Commission is charged with
developing national statistics on voter fraud and developing methods of deterring and
investigating voter fraud. Also, the Commission is charged with developing methods of
identifying, deterring, and investigating methods of voter intimid on.

Scope of Project

The Commission employed a bipartisan team of legal
Serebrov to develop a preliminary overview work r^^
quality of vote fraud and voter intimidation thatre
consultants' work is neither comprehensive ni1icl
envisioned two-phase project was constrained by
consultants' conclusions and recommendations for p
report.

The consultants, working without the aii
However, the final work product was mi
the steps that were taken needed and the

tants, a Wang and Job
AAto determr 	 e quantity and

on a national G e. The
This first phase V .- n

funding. TVI will be contained in this

staff, di _ 1 most of the work.
and ao'proved. They agreed upon

aVior all of the documentary
sources, the consultant	 r "'AR . e time pei under re ew from January 1, 2001 to
January 1, 2006. 

Th%Crevie
arch° formed by t o consultants included interviews, an

extensive Nexis searchof existing litetttre, and case research.

Interviews: a	 ultantks chose thee-interviewees by first coming up with a list of the
categories f types of peqple th • wanted to interview. Then the consultants separately,
eequaflyfi lled those ca - . > es wi	 rtain number of people. Due to time and resource
co tra	 the consult = = ad to pare down this list substantially – for instance, they
had to rul it interviewing proscutors altogether – but still got a good range of people
to talk to. T timate categories were academics, advocates, elections officials, lawyers
and judges. Although the^ nsultants were able to talk to most of the people they wanted
to, some were unavailableg  and a few were not comfortable speaking to them, particularly
judges. The consult; together conducted all of the interviews, either by phone or in
person. Then the consultants split up drafting the summaries. All summaries were
reviewed and mutually approved. Most of the interviews were extremely informative and
the consultants found the interviewees to be extremely knowledgeable and insightful for
the most part.

Nexis: Initially, the consultants developed an enormous list of possible Nexis search
terms. It soon became obvious that it would be impossible to conduct the research that
way. As a result, consultant Wang performed the Nexis search by finding search term
combinations that would yield virtually every article on a particular subject from the last
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Voting Fraud and Voter Intimidation – Preliminary Research & Recommendations

five years. Consultant Serebrov approved the search terms. Then Wang created an excel
spreadsheet in order to break down the articles in way in which they could be effectively
analyzed for patterns. Each type of fraud is broken down in a separate chart according to
where it took place, the date, the type of election it occurred in, what the allegation was,
the publication it came from. Where there was a follow up article, any information that
that suggested there had been some further action taken or some resolution to the
allegation was also included. For four very complicated and long drawn out situations –
Washington State, Wisconsin, South Dakota in 2004, and the vote buying cases in a
couple of particular jurisdictions over the last several years –written summaries with
news citations are provided.

Existing Literature: Part of the selections made by the
consultant Wang's long-term familiarity with the mater
joint web search for articles and books on vote fraud
suggestions from those interviewed by the consult
range of materials from government reports and ' esti;
reports published by advocacy groups. The c 	 tants
landscape of available sources.

resulted from
t was the result of a

ion and
isuItJSreviewed a wide
to aca e';4 s literature, to
that they' cl the

Cases: In order to property identify 41
an extensive word search term list. A 	 search was performed and the first one
hundred cases under each word search

	
then gathe	 dividual files. This

resulted in a total of approximately 44, 	 of the cases were federal as
opposed to state and
	

ite as opposed
	

Cotdtafft Serebrov analyzed the
cases in each file to ,	 they were	 pint. If he found that the first twenty
cases were inapplica 	 re	 would so

	
forty to fifty other file cases at random

to determine applic
	

If th-.: ntire file
	

toyield any cases, the file would be
discarded. All disca 	 recorded in a separate file. Likewise, if
the file ply yieldeda few	 icablec es would also be discarded. However, if a
small b i niiicazt	 ber	 es were point, the file was later charted. The

the case sear	 ere sta because relatively few applicable cases were found.

applicable	 consultants first developed

4

010897
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Working Definition of Fraud and Intimidation

Note: The definition provided below is for the purposes of this EAC project. Most of the
acts described come within the federal criminal definition of fraud, but some may not.

Election fraud is any intentional action, or intentional failure to act when there is a duty
to do so, that corrupts the election process in a manner that can impact on election
outcomes. This includes interfering in the process by which persons register to vote; the
way in which ballots are obtained, marked, or tabulated; and the press by which
election results are canvassed and certified.

Examples include the following:

• falsifying voter registration information pert'
residence, criminal status, etc).;

• altering completed voter registration 	 tioi
• knowingly destroying completed voter re 	 1

spoiled applications) before they can be sub
authority;

• knowingly removing eligible.from voter
HAVA, NVRA, or state election a

• intentional destruction by election fficia
balloting records, i iolation of records rterii
election fraud;

• vote buying;
• voting in the athe fanother;
• voting more than once;:

a vote, (e.g.

-ntering falseii
cations (oth? th

the proper election

in violation of

stration records or
to remove evidence of

• coercing v.voter's choice on and be ballot;
• using a false n ` = e andIoi', ignature on an absentee ballot;
• destroying or misappropiiting an absentee ballot;
•	 s, or in somestates ex ons, who vote when they know they are ineligible

to "it-
• mislg an ex-fe1ji about his or her right to vote;
• voting b = > n-citis who know they are ineligible to do so;
• lntimldatin'W$a9tices aimed at vote suppression or deterrence, includin thepp	 g

abuse of challenge laws;
• deceiving voters with false information (e.g.; deliberately directing voters to the

wrong polling place or providing false information on polling hours and dates);
• knowingly failing to accept voter registration applications, to provide ballots, or

to accept and count voted ballots in accordance with the Uniformed and Overseas
Citizens Absentee Voting Act;

• intentional miscounting of ballots by election officials;
• intentional misrepresentation of vote tallies by election officials;
• acting in any other manner with the intention of suppressing voter registration or

voting, or interfering with vote counting and the certification of the vote.

9
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Voting fraud does not include mistakes made in the course of voter registration, balloting,
or tabulating ballots and certifying results. For purposes of the EAC study, it also does
not include violations of campaign finance laws.

6
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Voting Fraud and Voter Intimidation — Preliminary Research & Recommendations

Summaries of Research Conducted

Interviews

Common Themes

There is virtually universal agreement that absentee ballot fraud is the biggest
problem, with vote buying and registration fraud coming in after that. The vote
buying often comes in the form of payment for absentee ballots, although not
always. Some absentee ballot fraud is part of an organize . ffort; some is by
individuals, who sometimes are not even aware that wlfieare doing is illegal.
Voter registration fraud seems to take the form of p 	 signing up with false
names. Registration fraud seems to be most comfi ` , people doing the
registration were paid by the signature.
There is widespread but not unanimous agr 	 it there ThtJe polling place
fraud, or at least much less than is claim me	 voter imp m , ation, "dead"
voters, noncitizen voting and felon von	 he	 who believe °: urs often
enough to be a concern say that it is impossflj 	 the extent to hich it
happens, but do point to instances in the Ares 	 . incidents. Most people
believe that false registration f9rrns have not re

	
in polling place fraud,

although it may create the perc	 n that vote	 ossible. Those who
believe there is more polling pIfrt1dtanr
believe that registration fraud doe lead tofriii

	
vtes. Jason Torchinsky

from the American enter for Votitü Rinhts is
	

ly interviewee who believes
that polling	 most significant problems in
the system.
Abuse of cY
	

abusive c klengers seem to be the biggest
ems_. and. anv of those interviewed assert that the

nithé modern version of voter intimidation and
is evidence of some continued outright intimidation
some Native American communities. A number of

. e also raise jrobleff4of poll workers engaging in harassment of minority
vo	 Other activUjs commonly raised were the issue of polling places being
movlhe last c > ent, unequal distribution of voting machines, videotaping
of voters	 a po ;  and targeted misinformation campaigns.
Several peo	 icate — including representatives from DOJ -- that for various
reasons, the i7epartment of Justice is bringing fewer voter intimidation and
suppression cases now and is focusing on matters such as noncitizen voting,
double voting and felon voting. While the civil rights section continues to focus
on systemic patterns of malfeasance, the public integrity section is focusing now
on individuals, on isolated instances of fraud.
The problem of badly kept voter registration lists, with both ineligible voters
remaining on the rolls and eligible voters being taken off, remains a common
concern. A few people are also troubled by voters being on registration lists in
two states. They said that there was no evidence that this had led to double voting,
but it opens the door to the possibility. There is great hope that full

7
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Voting Fraud and Voter Intimidation – Preliminary Research & Recommendations

implementation of the new requirements of HAVA – done well, a major caveat -
will reduce this problem dramatically.

Common Recommendations:

• Many of those interviewed recommend better poll worker training as the best way
to improve the process; a few also recommended longer voting times or voting on
days other than election day (such as weekends) but fewer polling places so only
the best poll workers would be employed

• Many interviewed support stronger criminal laws and increased ed enforcement of
existing laws with respect to both fraud and intimidation.;;ocates from across
the spectrum expressed frustration with the failure o 	 Department of Justice to
pursue complaints.

o With respect to the civil rights section, John' Tann 	 icated that fewer
cases are being brought because fewer , are warranted ithas become
increasingly difficult to know when allegations of intimidation and
suppression are credible since depends o ne's definition
intimidation, and because both partiôs are d	 it. Moreovprior
enforcement of the laws has now chang&ithe entire landscape – race
based problems are rar now. Although cl1lenges based on race and
unequal implementatidhif identification ru 	 ould be actionable, Mr.
Tanner was unaware oftaons actually,- urring and the sectiona^C 
has not pursued any such bases.

o Craig Donsanto to of the pubIi integr'tysection says that while the number
of electi elated complaints hav of gone up since 2002, nor has
the proportion of l'. gitimate to illegitimate claims of fraud, the number of
cases tic' epart ent is investigating and the number of indictments the
section i	 th up dramatically. Since 2002, the department
has brought - e cas	 alien voters, felon voters and double voters
than oover before.	 . Donsanto would like more resources so it can do
more and ould 1' ' 	 ve laws that make it easier for the federal
govemme	 ass	 Jurisdiction over voter fraud cases.

• A èople of interviewees recommend a new law that would make it easier to
crime z prosecut eople for intimidation even when there is not racial animus.
Almost	 one hes that administrators will maximize the potential of
statewide v , . • istration databases to prevent fraud. Of particular note, Sarah
Ball Johnson xecutive Director of Elections for Kentucky, emphasized that
having had an effective statewide voter registration database for more than thirty
years has helped that state avoid most of the fraud problems that have bee alleged
elsewhere, such as double voting and felon voting.
Several advocate expanded monitoring of the polls, including some associated
with the Department of Justice.
Challenge laws, both with respect to pre-election day challenges and challengers
at the polls, need to be revised by all states to ensure they are not used for
purposes of wrongful disenfranchisement and harassment

8
U1090±
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• Several people advocate passage of Senator Barak Obama's "deceptive practices"
bill

• There is a split on whether it would be helpful to have nonpartisan election
officials – some indicated they thought even if elections officials are elected
nonpartisanly they will carry out their duties in biased ways nonetheless.
However, most agree that elections officials pursuing partisan agendas is a
problem that must be addressed in some fashion. Suggestions included moving
election responsibilities out of the secretary of states' office; increasing
transparency in the process; and enacting conflict of interest rules.

• A few recommend returning to allowing use of absentee b ots "for cause" only
if it were politically feasible.

• A few recommend enacting a national identificatio	 including Pat Rogers,
an attorney in New Mexico, and Jason Torchins o 	 VR, who advocates
the scheme contemplated in the Carter-Baker o ission 	 ort.

• A couple of interviewees indicated the nee 	 ear standarusthe distribution
of voting machines

Nexis Research

Absentee Ballot Fraud

According to press reports, absentee ball are 	 ija via iiety of ways:

• Campaign workers.`c 	 dates and others coerce'the voting choices of vulnerable
population . , :.: ally eldéfly voters

• Workers for groupsand ' dividuals have attempted to vote absentee in the names
of the deceased

• Wegroups, , paign workers and individuals have attempted to forge
e names dfther vote :aan absentee ballot requests and absentee ballots and

j:hus vote multi 	 es

It is uncleáw often actiijJ convictions result from these activities (a handful of articles
indicate convi ; s and gy pleas), but this is an area in which there have been a
substantial numb 	 of'al investigations and actual charges filed, according to news
reports where such Mb1iation is available. A few of the allegations became part of civil
court proceedings co esting the outcome of the election.

While absentee fraud allegations turn up throughout the country, a few states have had
several such cases. Especially of note are Indiana, New Jersey, South Dakota, and most
particularly, Texas. Interestingly, there were no articles regarding Oregon, where the
entire system is vote by mail.

Voter Registration Fraud
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According to press reports, the following types of allegations of voter registration fraud
are most common:

• Registering in the name of dead people
• Fake names and other information on voter registration forms
• Illegitimate addresses used on voter registration forms
• Voters being tricked into registering for a particular party under false pretenses
• Destruction of voter registration forms depending on the party the voter registered

with

There was only one self evident instance of a noncitizen regis • gvote. Many of the
instances reported on included official investigations and c 	 -cJp filed, but few actual
convictions, at least from the news reporting. There hav , en itiple reports of
registration fraud in California, Colorado, Florida, Msttq, New ' 	 ,North Carolina,
Ohio, South Dakota and Wisconsin.

Voter Intimidation and Suppression

This is the area which had the most articles in part bèca1ise there were so many
allegations of intimidation and supprqssipn during the 	 election. Most of these
remained allegations and no criminal invetigation or pros'ètion ensued. Some of the
cases did end up in civil litigation.

This is not to say that thesjlged activities	 a confinedto 2004 — there were several
allegations made durin	 ar studied.  Most notable were the high number of
allegations of votevote4iinidatioid harassment reported during the 2003 Philadelphia
mayoral race.

A very highapunbcr qf the	 1es wëThf the issue of challenges to voters'
registration status and cliallen 	 t the polling places.. There were many allegations that
planned achallenge activities were tgeted at minority communities. Some of the
cha11en • 	 ere concentr : d in i 	 mrant communities.

However, the' '̀ 'cs allege . aried greatly. The types of activities discussed also include
the following 	 q 

• Photographinor videotaping voters coming out of polling places.
• Improper demands for identification
• Poll watchers harassing voters
• Poll workers being hostile to or aggressively challenging voters
• Disproportionate police presence
• Poll watchers wearing clothes with messages that seemed intended to intimidate
• Insufficient voting machines and unmanageably long lines

10
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Although the incidents reported on occurred everywhere, not surprisingly, many came
from "battleground" states. There were several such reports out of Florida, Ohio and
Pennsylvania.

"Dead Voters and Multiple Voting"

There were a high number of articles about people voting in the names of the dead and
voting more than once. Many of these articles were marked by allegations of big
numbers of people committing these frauds, and relatively few of these allegations
turning out to be accurate according to investigations by the newspapers pers themselves,
elections officials and criminal investigators. Often the problenurheçI out to be a result
of administrative error, poll workers mis-marking of voter lists, flawed registration list
and/or errors made in the attempt to match names of vote - - n thelist with the names of
the people who voted. In a good number of cases, there were allegations ns that charges of
double voting by political leaders were an effort to cae pa ple aw 	 m the voting
process.

Nonetheless there were a few cases of people
these kinds of activities. Most of the cases in
ballot and in person. A few instancesinvolvc
and on Election Day, which calls into questo
the voting lists. In many instances, the
on purpose. A very small handful of cas 'n^
county and there was one substantiated casi
state. Other instances in1hsuch efforts

c - y be'	 arged and/or invicted for
)lve	 on voting both by absentee
people 	 '. g both during early voting
the proper niarng and maintenance of

arged dal 	 to have voted twice
voter va rng in more than one

'ólviipersön voting in more than one
re allege ere disproved by officials.

In the case of votii
registration list not
list as eligible

analy ' f five such
fouritáeonle to

As usual, th	 ere a
Notably, there	 4h
mail.

Vote Buying

fa dead per ► the problem lay in the voter
p	 aintained, . the person was still on the registration
i on	 final advantage of that. In total, the San

cases in March 2004; the AP cited a newspaper
in	 ' na primary in May 2004; and a senate committee
ed in .: names of the dead in 2005.

onate number of such articles coming out of Florida.
out of Oregon, which has one hundred percent vote-by-

There were a surprising number of articles about vote buying cases. A few of these
instances involved long-time investigations in three particular jurisdictions as detailed in
the vote buying summary. There were more official investigations, indictments and
convictions/pleas in this area. All of these cases are concentrated in the Midwest and
South.

Deceptive Practices
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In 2004 there were numerous reports of intentional disinformation about voting eligibility
and the voting process meant to confuse voters about their rights and when and where to
vote. Misinformation came in the form of flyers, phone calls, letters, and even people
going door to door. Many of the efforts were reportedly targeted at minority
communities. A disproportionate number of them came from key battleground states,
particularly Florida, Ohio, and Pennsylvania. From the news reports found, only one of
these instances was officially investigated, the case in Oregon involving the destruction
of voter registration forms. There were no reports of prosecutions or any other legal
proceeding.

Non-citizen Voting

There were surprisingly few articles regarding no
seven all together, in seven different states across
split between allegations of noncitizens register'
charges were filed, against ten individuals. In c
was illegal noncitizen voting. Three instances pr<
cases, from this nexis search, remained just allego

Felon Voting

eiiegistrâ1d voting –just
i  . Thee also evenly

noncitizens vo 	 one case
ajüIge in a civil 	 tid there
do 'al investigations. Two

voting.

Although there were only thirteen cases a fi
numbers of voters. Most notably, of cour
Washington gubernato ' 	 n contest 
(see Wisconsin s 	 ). In	 ral states,
of ineligible felon	 main 	 n the voti

Election

^ec
some them involved large

 . at came to light in the
Washington summary) and in Wisconsin
main problem has been the large number

In most f the cases iñhjch fraü J > elections officials is suspected or alleged, it is
di udetermine whther it is ncompctence or a crime. There are several cases of
ballots go	 issing, ball	 accounted for and ballots ending up in a worker's
possession.	 o cases workers were said to have changed peoples' votes. The one
instance in whicb'svi,dcspread ballot box stuffing by elections workers was alleged was in
Washington State. thjudge in the civil trial of that election contest did not fmd that
elections workers hadTcbmmitted fraud. Four of the cases are from Texas.

Existing Research

There are many reports and books that describe anecdotes and draw broad conclusions
from a large array of incidents. There is little research that is truly systematic or
scientific. The most systematic look at fraud is the report written by Lori Minnite. The
most systematic look at voter intimidation is the report by Laughlin McDonald. Books
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written about this subject seem to all have a political bias and a pre-existing agenda that
makes them somewhat less valuable.

Researchers agree that measuring something like the incidence of fraud and intimidation
in.a scientifically legitimate way is extremely difficult from a methodological perspective
and would require resources beyond the means of most social and political scientists. As
a result, there is much more written on this topic by advocacy groups than social
scientists. It is hoped that this gap will be filled in the "second phase" of this EAC
project.

Moreover, reports and books make allegations but, perhaps by the mature, have little
follow up. As a result, it is difficult to know when somethin 	 remained in the stage
of being an allegation and gone no further, or progressed lmt of being
investigated or prosecuted or in any other way proven	 valid	 independent,
neutral entity. This is true, for example, with respect 11 ations 	 ter intimidation
by civil rights organizations, and, with respect to :: ` ud, John Fund's frJptly cited
book. Again, this is something that it is hopeçLbe addressed in the "s	 base" of
this EAC project by doing follow up research on gatioiade in report ooks and
newspaper articles.

Other items of note:

• There is as much evidence, and a much concern,abostructural forms of
disenfranchisement as about intentiôna1ábusf th system. These include felon
disenfranchise r	 > _ maintenanc, of databases and identification
requirements:

• There is tremendos4isácernent ahouUhe extent to which polling place fraud,
e . double vMing, intentional l  Kvoting, noncitizen voting, is a serious
problem.'	 ce, ñôre researchers find it to be less of problem than is

mmonly desctbcd in theoIitica1 debate, but some reports say it is a major
lem, albeit hird to ide n.

• Theresubstantial ncern across the board about absentee balloting and the
opportunity 't presents is for fraud.

• Federal law g. erring election fraud and intimidation is varied and complex and
yet may nonetheless be insufficient or subject to too many limitations to be as
effective as it might be.

• Deceptive practices, e.g. targeted flyers and phone calls providing
misinformation, were a major problem in 2004.

• Voter intimidation continues to be focused on minority communities, although the
American Center for Voting Rights uniquely alleges it is focused on Republicans.

13
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Cases

After reviewing over 40,000 cases, the majority of which came from appeals courts, I
have found comparatively very few which are applicable to this study. Of those that are
applicable, no apparent thematic pattern emerges. However, it seems that the greatest
areas of fraud and intimidation have shifted from past patterns of stealing votes to present
problems with voter registration, voter identification, the proper delivery and counting of
absentee and overseas ballots, provisional voting, vote buying, and challenges to felon
eligibility. But because so few cases provided a picture of thyeent problems, I
suggest that case research for the second phase of this projectrate on state trial-
level decisions.

Methodology

The following is a summary of interviews ci
and experts in the field as to how one might
voter fraud and intimidation. A list of the it
available, and all of the individuals
their recommended procedures.

In analyzing instances of alleged'
criminology as a model. In crimin
Crime Reports, aiq all repot
Survey, whiçiisks th $ feral pul
to them. Aftersurvevintwhat the
conduct a

1c a ed with`a number of pótittalcientisI
tnde	 a c	 ehensive exaru nation of
lividua 	 iewed and theirideas are
any firth  estions or explanations of

midatio ' we should look to
xpert3e two sources: the Uniform
to the'police, and the Victimization
Cher a particular incident has happened
moron allegations are, we should
ask whether they have committed
nts of fraud or intimidation. This

4uire usipg a very large sample, and we would need to employ the
of an expertin s u._ data collection. (Stephen Ansolobohere, MIT)

Se'4political scEe tists with expertise in these types of studies recommended a
meth ogy that ' udes interviews, focus groups, and a limited survey. In
deterniiyho t =interview and where the focus groups should be drawn from,
they recoi	 die following procedure:

o Pick a number of places that have historically had many reports of fraud
and/or intimidation; from that pool pick 10 that are geographically and
demographically diverse, and have had a diversity of problems

o Pick a number of places that have not had many reports of fraud and/or
intimidation; from that pool pick 10 places that match the geographic and
demographic make-up of the previous ten above (and, if possible, have
comparable elections practices)

14	
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o Assess the resulting overall reports and impressions resulting from these
interviews and focus groups, and examine comparisons and differences among
the states and what may give rise to them.

In conducting a survey of elections officials, district attorneys, district election
officers, they recommend that:

o The survey sample be large in order to be able to get the necessary subsets
o The survey must include a random set of counties where there have and have

not been a large number of allegations

(Allan Lichtman, American University; Thad Hall,	 ersity of Utah; Bernard
Grofman, UC – Irvine)

• Another political scientist recommended
qualitative data drawn from in-depth inte
sides of the debate on fraud; quantitatiA
and local elections and law enforcement
should focus on the five or ten states, reg
history of election fraud to ex
should be mailed to each state
county district attorney's office
states. (Lorraine Minnite, Barn

• The research
tools, a sears
Second, inter
in selected st

g-a methodh gy that relies on
with key critic experts on all
lléted through a of state
 ai4dkcasee studies. ease studies
ties where there has been a

problems. The survey
a	 cretary of state, each
boar	 ections in the 50

and other research
media accounts over the past decade.
of election officials nationwide and

idler Davidson, Rice University)

past and pr'
Rey general

Usi

• that we can never come up with a number that
sents eitheE the incidence of fraud or the incidence of voter
h	 re, the ebetter approach is to do an assessment of what is
app what election violations are most likely to be committed –
a ri analysis. This would include an analysis of what it would
co	 it various acts, e.g. the cost/benefit of each kind of
ithre we could rank the likely prevalence of each type of activity
iat measures are or could be effective in combating them. (Wendy

y to
in otn ors
actually take
violation. Fr
and examine
Weiser, Brennan Center of New York University)

• Replicate a study in the United States done abroad by Susan Hyde of the
University of California- San Diego examining the impact of impartial poll site
observers on the incidence of election fraud. Doing this retrospectively would
require the following steps:

o Find out where there were federal observers
o Get precinct level voting information for those places
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o Analyze whether there was any difference in election outcomes in those
places with and without observers, and whether any of these results seem
anomalous.

Despite the tremendous differences in the political landscapes of the countries
examined by Hyde in previous studies and the U.S., Hyde believes this study
could be effectively replicated in this country by sending observers to a random
sample of precincts. Rather than compare the incumbent's vote share, such
factors such as voter complaints, voter turnout, number of provisional ballots
used, composition of the electorate, as well as any anomal y s voting results could
be compared between sites with and without monitors.

For example, if intimidation is occurring, and if
intimidation less likely or voters more confident
average in monitored precincts than in unmft
officials are intentionally refusing to issu rovi
station officials are more likely to adh regi
the average number of provisional ballots < uk
than in unmonitored precincts. If monitors c
adhere more closely to regul 'ons, then there ss
general) about monitored than 	 nitored prec
if monitors made voters more 1' 	 . fljnnlain

Again, random
influence these

onitors make
tuI should be higher on
ecinct 	 olling station
ballots, a4e polling
s while bein _ottored.
her in monit e'd precincts

.ing station officials to
be fewer complaints (in
1{phis could also be reversed

factors that otherwise

One of thedos'des of s approach it,does not get at some forms of fraud,
e.g. absentee ballot fraud; thosewould I a %e to be analyzed separately.

Another political scientist erecommends conducting an analysis of vote fraud
'claims and purging of re 	 on rolls by list matching. Allegations of illegal
voting often are based on matching of names and birth dates. Alleged instances
of$d o able voting aie based on matching the names and birth dates of persons
four on voting records. rds. Allegations of ineligible felon (depending on state law),
decease	 d of non-citizen voting are based on matching lists of names, birth
dates, and'sometithes addresses of such people against a voting records. Anyone
with basic relational database skills can perform such matching in a matter of
minutes.

However, there are a number of pitfalls for the unwary that can lead to grossly
over-estimating the number of fraudulent votes, such as missing or ignored
middle names and suffixes or matching on missing birth dates. Furthermore,
there is a surprising statistical fact that a group of about three hundred people with
the same first and last name are almost assured to share the exact same birth date,
including year. In a large state, it is not uncommon for hundreds of Robert
Smiths (and other common names) to have voted. Thus, allegations of vote fraud
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or purging of voter registration rolls by list matching almost assuredly will find a
large proportion of false positives: people who voted legally or are registered to
vote legally.

Statistics can be rigorously applied to determine how many names would be
expected to be matched by chance. A simulation approach is best applied here:
randomly assign a birth date to an arbitrary number of people and observe how
many match within the list or across lists. The simulation is repeated many times
to average out the variation due to chance. The results can then be matched back
to actual voting records and purge lists, for example, in the otly contested states
of Ohio or Florida, or in states with Election Day regis iyhere there are
concerns that easy access to voting permits double v > . This analysis will
rigorously identify the magnitude alleged voter fr	 an ay very well find
instances of alleged fraud that exceed what mi 	 ave otfiwse happened by
chance.:

This same political scientist also recommends another way to exa iJib° e.
problem: look at statistics on provisional	 : thiiuiber cast nii1 provide
indications of intimidation (people being chàllthged at the polls) and the number
of those not counted would b 'ndications of"vdtc fraud." One could look at those
jurisdictions in the Election D a.	 ey with a dis -: < . ortionate number of
provisional ballots cast and crosr6fcrençe it with dekiógrdphics and number of
provisional ballots discarded. (MichaelMcDonald, Gee ge Mason University)

• Spencer Overton, na fo hcoming	 review a3ie entitled Voter Identification,
suggests a methodology= 'h at employs three approaches—investigations of voter
fraud, random surveys of voters who p - . r,ted to vote, and an examination of
death rolls provide a bette'runderstanding of the frequency of fraud. He says all
three, approaches aches h'ave.strengthsndeaknesses, and thus the best studies would
enp oy all t c to assess he extent of voter fraud. An excerpt follows:

and Psecutions of Voter Fraud

Policymakers should develop databases that record all
investigations,allegations, charges, trials, convictions, acquittals, and
plea barga1nsrLgarding voter fraud. Existing studies are incomplete
but provid- some insight. For example, a statewide survey of each of
Ohio's 88 county boards of elections found only four instances of
ineligible persons attempting to vote out of a total of 9,078,728 votes
cast in the state's 2002 and 2004 general elections. This is a fraud rate
of 0.00000045 percent. The Carter-Baker Commission's Report noted
that since October 2002, federal officials had charged 89 individuals
with casting multiple votes, providing false information about their
felon status, buying votes, submitting false voter registration
information, and voting improperly as a non-citizen. Examined in the
context of the 196,139,871 ballots cast between October 2002 and
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August 2005, this represents a fraud rate of 0.0000005 percent (note
also that not all of the activities charged would have been prevented by
a photo identification requirement).

A more comprehensive study should distinguish voter fraud
that could be prevented by a photo identification requirement from
other types of fraud — such as absentee voting and stuffing ballot
boxes — and obtain statistics on the factors that led law enforcement
to prosecute fraud. The study would demand significant resources
because it would require that researchers interview an4 pour over the
records of local district attorneys and election boar

Hard data on investigations, allegati ..	 es, pleas, and
prosecutions is important because it quanta I •s the 1 . . t of fraud
officials detect. Even if prosecutors v4ly pursu	 ter fraud,
however, the number of fraud cases c > ged probably does rapture
the total amount of voter fraud Iation o . official inves g 	 `"s,
charges, and prosecutions should W ppl	 ted by sure	 of
voters and a comparison of voting rolls tffl rolls.

2. Random Surveys of Vot1 . 	 nA

Random surveys coud
votes cast fraudulently. For ex^a
a statistical ,	 tative samll
voted at 	 polls ie last elec
and co t 	 e per tage who
conduct the	 an

N
'–touthe percentageof

eientistscould contact
eople who purportedly

ask them if they actually voted,
çalid voters. Researchers should
Jon to locate as many legitimate

Be see man' s I ndents would perceive voting as a social
some w did nb ote might claim that they did, which may
;stimate a extent of fraud. A surveyor might mitigate this
jhrough tlJframing of the question ("I've got a record that you

that tie?")

Fi ilier, some voters will not be located by researchers and
others will refuse to talk to researchers. Photo identification
proponents might construe these non-respondents as improper
registrations that were used to commit voter fraud.

Instead of surveying all voters to determine the amount of
fraud, researchers might reduce the margin of error by focusing on a
random sampling of voters who signed affidavits in the three states
that request photo identification but also allow voters to establish their
identity through affidavit—Florida, Louisiana, and South Dakota. In
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South Dakota, for example, only two percent of voters signed
affidavits to establish their identity. If the survey indicates that 95
percent of those who signed affidavits are legitimate voters (and the
other 5 percent were shown to. be either fraudulent or were non-
responsive), this suggests that voter fraud accounts for, at the
maximum, 0.1 percent of ballots cast.

The affidavit study, however, is limited to three states, and it is
unclear whether this sample is representative of other states (the
difficulty may be magnified in Louisiana in the aftermath of Hurricane
Katrina's displacement of hundreds of thousands ovoters). Further,
the affidavit study reveals information about the ount of fraud in a
photo identification state with an affidavit = c 	 —more voter
fraud may exist in a state that does not request 	 identification.

3.	 Examining Death Rolls

A comparison of death
an estimate of fraud.

Imagine that one
documentary identification 
20,000 people passed away

might also

live iite A, which has no
Deat : ords show that
03. A toss-referencing of

this list to the voter rolls shows that 0:O0of those who died were
registered these nam 7reniaincdbn the voter rolls during
the November 20O4 election.Researchers would look at what
percents	 the 1 00 dead-butregistered people who "voted" in
the November 0	 action. A xesearcher should distinguish the
votes 	 in the` 	 e oa at the polls from those cast absentee
(whichphoto i 	 cation requirement would not prevent). This
number w6uld be ex dated to the electorate as a whole.

This m thodology also has its strengths and weaknesses. If
fraudulent vote ..:` target the dead, the study might overestimate the
fraudfratid that exist among living voters (although a low incidence of
fraud aThong deceased voters might suggest that fraud among all voters
is low). Th c appearance of fraud also might be inflated by false
positives; produced by a computer match of different people with the
same name. Photo identification advocates would likely assert that the
rate of voter fraud could be higher among fictitious names registered,
and that the death record survey would not capture that type of fraud
because fictitious names registered would not show up in the death
records. Nevertheless, this study, combined with the other two, would
provide important insight into the magnitude of fraud likely to exist in
the absence of a photo identification requirement.
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Recommendations for Further EAC Activity
on Voting Fraud and Voter Intimidation

Consultants' Recommendations

Recommendation 1: Conduct More Interviews

Time and resource constraints prevented the consultants from interviewing the full range
of participants in the process. As a result, we recommend that arture activity in this
area include conducting further interviews.

In particular, we recommend that more election
parts of the country, and parties be interviewed.
inside information on how the system works --
often the first people voters go to when somethi
for fixing it. They are the ones who must ca
prevent fraud and voter intimidation and suppre
therefore, is and is not working. .

It would also be especially beneficial
federal District Election Officers ("D
and criminal defense attorneys.

of government,
the most direct

;s not il They are
and are o11responsible
;s that are did to both
11 most likelcnow what,

in la	 or_ ement, specifically
disticl1brneys, as well as civil

The Public Integrity
of the 93 U.S. Attop
years. DEOs are ie

Department of Justice has all
U.,,Attorneys to serve as DEOs for two

• sc^eew ° ..	 duct preliminary iii s gations of complaints, in conjunction with
t"e FBI andfjo deter a ne whether they constitute potential election crimes

N
dshould bec	 atte	 nvestigation;

 oee e invest ion aifprosecution of election fraud and other election
heir dis	 s;

, their disct's (investigative and prosecutorial) efforts with DOJ

• coordinate eflbn matters with state and local election and law enforcement
officials and make them aware of their availability to assist with election-related
matters;

• issue press releases to the public announcing the names and telephone numbers of
DOJ and FBI officials to contact on election day with complaints about voting or
election irregularities and answer telephones on election day to receive these
complaints; and

• supervise a team of Assistant U.S. Attorneys and FBI special agents who are
appointed to handle election-related allegations while the polls are open on
election day.'
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Given the great responsibilities of the DEOs, and the breadth of issues they must deal
with, they undoubtedly are great resources for information and insight as to what types of
fraud and intimidation/suppression are occurring in their districts.

In many situations, however, it is the local district attorneys who will investigate election
fraud and suppression tactics, especially in local elections. They will be able to provide
information on what has gone on in their jurisdictions, as well as which matters get
pursued and why.

Finally, those who defend people accused of election related crim would also be useful
to speak to. They may have a different perspective on how weiØe4stem is working to
detect, prevent, and prosecute election fraud.

Recommendation 2: Follow Up on Nexis Research

The Nexis search conducted for this phase of the d `search was based oi1ist of search
terms agreed upon by both consultants. Thousands of articles were revie
hundreds analyzed. Many of the articles contain illegationoffraud or inti elation.
Similarly, many of the articles contain information àb6utinvestigations into such
activities or even charges brought. Hg ever, without b	 able to go beyond the agreed
search terms, it could not be determinedwhether there was ny later determination
regarding the allegations, investigation oiharges brought. This idaves a gaping hole: it
is impossible to know if the article is just repo  ` 	 "talk" orwhat turns out to be a
serious affront to the system.,_

As a result, we reco end tha +allow up Ns research be conducted to determine
what, if any, resolto : r forth , activity thethevas in each case. This would provide a
much more accurate pic	 of uz d es of activities are actually taking place.

Found in Literature Review

Sin 	 any allegati 	 e main the reports and books that we analyzed and
summariz	 hose alleg	 areoften not substantiated in any way and are inherently
time limited < _ he date of writing. Despite this, such reports and books are
frequently citedarious1iterested parties as evidence of fraud or intimidation.

Therefore, we reco41nd follow up to the literature review: for those reports and books
that make or cite specific instances of fraud or intimidation, a research effort should be
made to follow up on those references to see if and how they were resolved.

Recommendation 4: Review Complaints File With MyVotel Project Voter Hotline

During the 2004 election and the statewide elections of 2005, the University of
Pennsylvania led a consortium of groups and researchers in conducting the MyVotel
Project. This project involved using a 1-800 voter hotline where voters could call for poll
location, be transferred to a local hotline, or leave a recorded message with a complaint.
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In 2004, this resulted in over 200,000 calls received and over 56,000 recorded
complaints. " The researchers in charge of this project have done a great deal of work to
parse and analyze the data collected through this process, including going through the
audio messages and categorizing them by the nature of the complaint. These categories
include registration, absentee ballot, poll access, ballot/screen, coercion/intimidation,
identification, mechanical, provisional (ballot).

We recommend that further research include making full use of this data with the
cooperation of the project leaders. While perhaps not a fully scientific survey given the
self-selection of the callers, the information regarding 200,000 co laints should provide
a good deal of insight into the problems voters experienced, esp4iilthose in the nature
of intimidation or suppression.

Recommendation 5: Further Review of Complaints	 of
Justice	 .

Although according to a recent GAO report t 	 Ling Se°^ 'on of the CiTts
Division of the Department of Justice has a vnctyinvaysittracks compla s of voter
intimidation,' 11 the Section was extremely reluctant fjroide the consultants with useful
information. Further attempts shoul . e made to obtain elevant data. This includes the
telephone logs of complaints the Sect	 s and inforrnitjon from the database – the
Interactive Case Management (ICM) s 	 Section niaiuitaiiis on complaints
received and the corresponding action 	 co	 d that further research
include a review and analysis of the observer 	 manm'OnRofiêld reports from Election Day
that must be filed with

Filed BjW ptrict Election Officers

Similarly, tieonsults beliêveit wdu1dbe ueful for any further research to include a
review of therep ' 	 t must:bè filed by every District Election Officer to the Public
Inte	 ection of th	 ina	 n of the Department of Justice. As noted above,
the DEOs play a central role in rcciing reports of voter fraud and investigating and
pursuing	 Their repOrt backo the Department would likely provide tremendous
insight into	 actually transpired during the last several elections. Where necessary,
information coifldbe,.. redacted or made confidential.

Recommendation 7: J4ttend Ballot Access and Voting Integrity Symposium

The consultants also believe it would be useful for any further activity in this area to
include attendance at the next Ballot Access and Voting Integrity Symposium. According
to the Department,'"

Prosecutors serving as District Election Officers in the 94 U.S. Attorneys'
Offices are required to attend annual training conferences on fighting
election fraud and voting rights abuses... These conferences are sponsored
by the Voting Section of the Civil Rights Division and the Public Integrity
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Section of the Criminal Division, and feature presentations by Civil Rights
officials and senior prosecutors from the Public Integrity Section and the
U.S. Attorneys' Offices. As a result of these conferences, there is a
nationwide increase in Department expertise relating to the prosecution of
election crimes and the enforcement of voting rights.

By attending the symposium researchers could learn more about the following:

• How District Election Officers are trained, e.g. what they are taught to focus their
resources on, how they are instructed to respond to variouypes of complaints

• How information about previous election and voting is 	 is resented
• How the Voting Rights Act, the criminal laws gove	 election fraud and

intimidation, the National Voter Registration Act d lP elp America Vote Act
are described and explained to participants

Recommendation 8: Employ Academic or India ual to Conduct Sta1isfrq1 Research

Included in this report is a summary of various m1flR of . 	 olitical sciejffsts and
others suggested to measure voter fraud and intimi 	 While we note the skepticism
of the Working Group in this regard, we nonetheless re 	 end that in order to further
the mission of providing unbiased data, 	 efurther activity in ti area include an academic
institution and/or individual that focuse 	 statistica114ihods for political
science research.	 5_

Recommendation 9: E£ to inorovemenVo F,

Finally, consultant Tó'Tó'a Wang recommends that	 e researchers review federal law to
explore ways to make it eiertQimposc eithe Yvil or criminal penalties for acts of
intimidatio	 t ': of neèesri1jiiivblveracial animus and/or a physical or economic
threat.

Ac61iiito Craig Dons	 , Ion	 a Director of the Election Crimes Branch, Public
Integrity	 ' n, Criminal D'vision of the U.S. Department of Justice:

As with er statues addressing voter intimidation, in the absence of any
jurispruden - ;-fie contrary, it is the Criminal Division's position that
section 1973 -10(1) applies only to intimidation which is accomplished
through the use of threats of physical or economic duress. Voter
"intimidation" accomplished through less drastic means may present
violations of the Voting Rights Act, 42 U.S.C. § 1973i(b), which are
enforced by the Civil Rights Division through noncriminal remedies."

Mr. Donsanto reiterated these points to us on several occasions, including at the working
group meeting.
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As a result, researchers should examine if there is some way in which current law might
be revised or new laws passed that would reach voter intimidation that does not threaten
the voter physically or financially, but rather threatens the voter's right to vote as a
tangible value in itself. Such an amendment or law would reach all forms of voter
intimidation, no matter if it is motivated by race, party, ethnicity or any other criteria.
The law would then potentially cover, for example, letters and postcards with language
meant to deter voters from voting and both pre-election and Election Day challengers that
are clearly mounting challenges solely on illegitimate bases.

In the alternative to finding a way to criminalize such behavior, researchers might
examine ways to invigorate measures to deter and punish voter 'iitimi4ation under the
civil law. For example, there might be a private right of act,oneated for voters or
groups who have been subjected to intimidation tactics in the 	 process. Such an
action could be brought against individual offenders; an ate or la1 actor where there
is a pattern of repeated abuse in the jurisdiction thats such . officials did.didiot take sufficient
action against; and organizations that intentionally engage in intimidate practices. As a
penalty upon finding liability, civil damages. could be available plus perhaps tattorney's
fees.	 , A

Another, more modest measure would
Christopher Edley,`" to bring parity to
Currently the penalty for fraud is $10,
vote is $5,000.

Working Group

Recommendation 1:

as has been suggested by Ana Henderson and
or violations	 er the Voting Rights Act.

e penalty	 s to deprive the right to

.	 H

To Collect Data in the 2006 and/or 2008

At th'working group 00 ing, thk yas much discussion about using observers to
collét tit> regarding frauFand in p 7dation at the polls in the upcoming elections. Mr.
Ginsberg recommended ushig representatives of both parties for the task. Mr. Bauer and
others objected , this, beIiving that using partisans as observers would be unworkable
and would not b credible to the public.

There was even grea 9. "concern about the difficulties in getting access to poll sites for the
purposes of observa ion. Most states strictly limit who can be in the polling place. In
addition, there are already so many groups doing observation and monitoring at the polls,
administrators might object. There was further concern that observers would introduce a
variable into the process that would impact the outcome. The very fact that observers
were present would influence behavior and skew the results.

Moreover, it was pointed out, many of the problems we see now with respect to fraud and
intimidation does not take place at the polling place, e.g. absentee ballot fraud and
deceptive practices. Poll site monitoring would not capture this activity. Moreover, with
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increased use of early voting, poll site monitoring might have to go on for weeks to be
effective, which would require tremendous resources.

Mr. Weinberg suggested using observers in the way they are utilized in international
elections. Such observers come into a jurisdiction prior to the election, and use
standardized forms at the polling sites to collect data.

Recommendation 2: Do a Study on Absentee Ballot Fraud

The working group agreed that since absentee ballot fraud is the	 i form of fraud
occurring, and is a practice that is great expanding throughout tl 	 utry, it would make
sense to do a stand-alone study of absentee ballot fraud. Such,	 (would be
facilitated by the fact that there already is a great deal of 	 on how, when,
where and why such practices are carried out based	 suc

	
filly prosecuted.

Researchers could look at actual cases to see how atLballo 	 are
conducted in an effort to provide recommendatio on more effective	 for
preventing them.

Recommendation 3: Use Risk Analysis
	

Fraud'

Working group members were support 	 one of meThodologiesies recommended for
studying this issue, risk analysis. As Mr	 iêrput it, based'on .thc assumption that
people act rationally, do an examination of wha tcs of fraud people are most likely to
commit, given the relative costs and benefits.	

hthat'	 searchers can rank the types
of fraud that are the easet1p omrnit at the le t cost withthe greatest effect, from most
to least likely to occ This might prove a more practical way of measuring the
problems than tryiig La ctuall et a number of acis of fraud and/or intimidation
occurring. Mr. Grcenbinm ad	 one woukiwant to examine what conditions
surrounding	 • : > t ion wulbe'mosi 1jke1 to lead to an increase in fraud. Mr. Rokita
objected basãdns beljef t	 e passions of partisanship lead people to not act
ration.  y in an election

4: Coil "  t Research Using Database Comparisons

Picking up on a : estioqiiade by Spencer Overton and explained in the suggested
methodology secti 	 - earne recommended studying the issue using statistical
database matching. 	 earchers should compare the voter roll and the list of people who
actually voted to see if there are "dead" and felon voters. Because of the inconsistent
quality of the databases, however, a political scientist would need to work in an
appropriate margin of error when using such a methodology.

Recommendation 5: Conduct a Study of Deceptive Practices

The working group discussed the increasing use of deceptive practices, such as flyers
with false and/or intimidating information, to suppress voter participation. A number of

1 See Appendix C, and section on methodology
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groups, including the Department of Justice, the EAC, and organizations such as the
Lawyers Committee for Civil Rights, keep phone logs regarding complaints of such
practices, which may be available for review and analysis. This is also an area in which
there is often tangible evidence, such as copies of the flyers and postcards themselves.
All of this information should be reviewed and analyzed to see how such practices are
being conducted and what can be done about them.

Recommendation 6: Study Use of HA VA Administrative Complaint Procedure As
Vehicle for Measuring Fraud and Intimidation

The EAC should study the extent to which states are actually u 	 the administrative
complaint procedure mandated by HAVA. In addition, the 	 should study whether
data collected through the administrative complaint proce a 	 be used as another
source of information for measuring fraud and intimidat

Recommendation 7: Examine the Use ofSpeci,ajElection Courts

Given that many state and local judges are elect 	 ay = orth explorin hether
special election courts that are running before, durin	 d fter election day would be an
effective means of disposing with com. laints and viol 	 in an expeditious manner.
Pennsylvania employs such a system, tie EAC shoulder investigating how
well it is working to deal with fraud an 	 ion proble  -. -
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Key Working Group Observations and Concerns

Working Group Observations

1. The main problems today are structural barriers to voting and administrative
error. Mr. Perez observed that, in accordance with the research, the biggest
issues today are structural barriers to voting, not stealing votes. Election
administrators share this view. Election fraud is negligible, and to the extent it
occurs, it needs to be prosecuted with stronger criminal la	 The biggest
problem is properly preparing people, which is the respJ ility of election
administrators.	 ..,

2. Most fraud and intimidation is happening ou si ofthijgg place. Mr.
Greenbaum observed that with respect to b9rfraud an 	 er suppression,
such as deceptive practices and tearing u .: $ oter registration foriiost of that is
taking place outside of the polling pla -

3. This issue cannot be addressed through on Xstudy or one methodology alone.
Mr. Weinberg observed that since there is such avariety in types of fraud and
intimidation, one solution will not fit all. It will be impossible to obtain data or
resolve any of these problems tlirough a single method

4. The preliminary research conduc .  for 	 projectis extremely valuable.
Several of the working group members s complimented the quality of the research
done and although it is only 	 ' thought it would be useful and
informative in the imined ate future.

5. The Depártnteiit ofJustice is ex viii expanding its reach over voterP g P g
s  pression activities In the context of the conversation about defining voter

timidation Mr ponsanpointed out that while voter intimidation was strictly
defined by the crirnihal law is section is beginning to explore the slightly
di	 t concept o to suppression, and how to pursue it. He mentioned the
phon	 ing casin New Hampshire as an initial success in this effort. He
noted th	 believes that vote suppression in the form of deceptive practices
ought to be a crime and the section is exploring ways to go after it within the
existing statutory construct. Mr. Bauer raised the example of a party sending
people dressed in paramilitary outfits to yell at people as they go to the polls,
telling them they have to show identification. Mr. Donsanto said that under the
laws he has to work with today, such activity is not considered corrupt. He said
that his lawyers are trying to "bend" the current laws to address aggravated cases
of vote suppression, and the phone jamming case is an example of that. Mr.
Donsanto said that within the Department, the term vote "suppression" and
translating it into a crime is a "work in progress."
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6. Registration fraud does not translate into vote fraud. Ms. Rogers, Mr. Donsanto
and others stated that although phony voter registration applications turned in by
people being paid by the form was a problem, it has not been found in their
experience to lead to fraudulent voters at the polls. Ms. Rogers said such people
were motivated by money, not defrauding the election.

7. Handling of voter fraud and intimidation complaints varies widely across states
and localities. Ms. Rogers and others observed that every state has its own
process for intake and review of complaints of fraud and intimidation, and that
procedures often vary within states. The amount of authority secretaries of state
have to address such problems also is different in every,Mr. Weinberg
stated he believed that most secretaries of state did not • ve authority to do
anything about these matters. Participants discusdiscusse(whcthcr secretaries ought to
be given greater authority so as to centralize theprocess, as r  " VA has mandated
in other areas.

Working Group Concerns

1. Mr. Rokita questioned whether the purpose o 	 resent project ought to be on
assessing the level of fraud and where it is, rat•on developing methods for
making such measurements.believed that methpdoiogy should be the focus,
"rather than opinions of interviewees." 'He was conc'ernedThat the EAC would be
in a position of "adding to the universe Kof.	 nopinions."

2. Mr. Rokita questióiiedwhether the opinions act m ulated in the research "is a
fair sampling<of'hat'sOt there." M' Wang responded that one of the purposes
of the researc h wastoe <. ore whether'there is a method available to actually
quantify in some way ho much fraud fliere is and where it is occurring in the
electoral pr ess. Mr;'Rokitoreplièdh lliat "Maybe at the end of the day we stop
spending ing taq'a' i r money` r it's going to be too much to spend to find that kind of

• data. Otherwis 	 will	 't ere and recognize there is a huge difference of
inion on that isuo of fraud, when it occurs is obtainable, and that would

possibly be a conclusion o the EAC." Ms. Sims responded that she thought it
would je possible t ._ et better statistics on fraud and there might be a way of
"identi firing at this kint certain parts in the election process that are more
vulnerable, t _ Ire should be addressing."

3. Mr. Rokita sated that, "We're not sure that fraud at the polling place doesn't
exist. We can't conclude that."

4. Mr. Rokita expressed concern about working with a political scientist. He
believes that the "EAC needs to be very careful in who they select, because all the
time and effort and money that's been spent up to date and would be spent in the
future could be invalidated by a wrong selection in the eyes of some group."

28	 010921



Voting Fraud and Voter Intimidation — Preliminary Research & Recommendations

NEXIS Charts
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Case Charts
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Appendix 1
List of Individuals Interviewed

Wade Henderson, Executive Director, Leadership Conference for Civil Rights

Wendy Weiser, Deputy Director, Democracy Program, The Brennan Center

William Groth, attorney for the plaintiffs in the Indiana voter identification litigation

Lori Minnite, Barnard College, Columbia University

Neil Bradley, ACLU Voting Rights Project

Nina Perales, Counsel, Mexican American Legal

Pat Rogers, attorney, New Mexico

Rebecca Vigil-Giron, Secretary of State, New

Sarah Ball Johnson, Executive Di
	

Kentucky

Stephen Ansolobohere, Massachusetts

Chandler Davidson,

Tracey Campbell,

Douglas 

American

Jason T

Robin DeJarnette,

the Vote

Indiana, (defendant in the Indiana voter

Government Relations, National Congress of

General Counsel, American Center for Voting Rights

ye Director, American Center for Voting Rights

Joseph Rich, former Director of the Voting Section, Civil Rights Division, U.S.
Department of Justice

Joseph Sandler, Counsel to the Democratic National Committee

John Ravitz, Executive Director, New York City Board of Elections

John Tanner, Director, Voting Section, Civil Rights Division, U.S. Department of Justice
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Kevin Kennedy, Executive Director of the State Board of Elections, Wisconsin
Evelyn Stratton, Justice, Supreme Court of Ohio

Tony Sirvello, Executive Director, International Association of
Clerks, Recorders, Election Officials and Treasurers

Harry Van Sickle, Commissioner of Elections, Pennsylvania

Craig Donsanto, Director, Public Integrity Section, U.S. Department of Justice

Sharon Priest, former Secretary of State, Arkansas
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Appendix 2
List of Literature Reviewed

Reports

People for the American Way and the NAACP, "The Long Shadow of Jim Crow,"
December 6, 2004.

Laughlin McDonald, "The New Poll Tax," The American Prospect vol. 13 no. 23,
December 30, 2002.

Wisconsin Legislative Audit Bureau, "An Evaluation: Voter 	 Elections
Board" Report 05-12, September, 2005.

Milwaukee Police Department, Milwaukee Count I	 t'Attomey	 ce, Federal
Bureau of Investigation, United States Attorney' . ffice "Preliminary Fu4ngs of Joint
Task Force Investigating Possible Election Fra 	 May 12005.

National Commission on Federal Election Reform, l din Confidence in U.S.g
Elections," Center for Democracy an < Election Management, American University,
September 2005.

The Brennan Center for Justice at NYU ShooI 	 d Spencer Overton,
Commissioner and Law >? a sor at George =ahinglóniJnivcrsity School of Law
"Response to the Repo f{ - Q05 Commission on Federal Election Reform,"
September 19, 200. > .

Chandler Davidson,
Security P ,r, - •;.1 ;.
to the Center for

and Benjamin Wise, "Republican Ballot
ty Vote Suppression – or Both?" A Report
September, 2004.

Alec E	 "A Crazy Q of Tinieces: State and Local Administration of American
Criminal D	 anchisem Law," The Sentencing Project, November 2005.

American Cente	 Voti. Rights "Vote Fraud, Intimidation and Suppression in the
2004 Presidential l '>: 1in," August 2, 2005.

The Advancement Project, "America's Modem Poll Tax: How Structural
Disenfranchisement Erodes Democracy" November 7, 2001

The Brennan Center and Professor Michael McDonald "Analysis of the September 15,
2005 Voter Fraud Report Submitted to the New Jersey Attorney General," The Brennan
Center for Justice at NYU School of Law, December 2005.

Democratic National Committee, "Democracy at Risk: The November 2004 Election in
Ohio," DNC Services Corporation, 2005
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Public Integrity Section, Criminal Division, United States Department of Justice, "Report
to Congress on the Activities and Operations of the Public Integrity Section for 2002."

Public Integrity Section, Criminal Division, United States Department of Justice, "Report
to Congress on the Activities and Operations of the Public Integrity Section for 2003."

Public Integrity Section, Criminal Division, United States Department of Justice, "Report
to Congress on the Activities and Operations of the Public Integrity Section for 2004."

Craig Donsanto, "The Federal Crime of Election Fraud," Publi ` `e' 'ty Section,
Department of Justice, prepared for Democracy.Ru, n.d., at
http://www.democracy.ru/english/library/international/eng 	 html

People for the American Way, Election Protection 2*Ifection Pion Coalition, at
http://www.electionprotection2004.org/edaynewsn

Craig Donsanto, "Prosecution of Electoral Fr.udi5fider United State Feder . aw," IFES
Political Finance White Paper Series, IFES, 2006.

General Accounting Office, "Election < ' ws of Selecte = al Election Officials on
Managing Voter Registration and Ensu - : 	 '. le Citizens '	 ote," Report to
Congressional Requesters, September 2005.

Lori Minnite and Davi .3-^	 , "Securing e Vote: An Analysis of Election Fraud,"
Demos: A Network _ deal- l ction. 2003.
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Appendix 3
Excerpt from "Machinery of Democracy," a Brennan Center Report

APPENDIX C

BRENNAN CENTER TASK FORCE ON VOTING SYSTEM SECURITY,
LAWRENCE NORDEN, CHAIR

Excerpted from pp. 8-19

METHODOLOGY

It

ed).

	first step in cr.	g a thM
othat

odel for voting systems was to identify as many
p 	 1 attacks as	 ible. 	 end, the Task Force, together with the participating
elec	 ficials, spe several months identifying voting system vulnerabilities.
Followm	 s wor	 ST held a Voting Systems Threat Analysis
Workshop	 cto 7, 2005. Members of the public were invited to write up
and post addihpt potential attacks. Taken together, this work produced over
120 potential wracks on the three voting systems. They are detailed in the catalogs
annexed.2o Many of the attacks are described in more detail at
http://vote.nist.gov/threats/papers.htm.

The types of threats detailed in the catalogs can be broken down into nine categories:
(1) the insertion of corrupt software into machines prior to Election Day;
(2)wireless and other remote control attacks on voting machines on Election Day;
(3)attacks on tally servers; (4) miscalibration of voting machines; (5) shut off of
voting machine features intended to assist voters; (6) denial of service attacks; (7)
actions by corrupt poll workers or others at the polling place to affect votes cast;
(8) vote buying schemes; (9) attacks on ballots or VVPT. Often, the actual attacks

The Task Force concluded, and the peer review to a ST a 	 • • that the
best approach for comprehensively evaluating 	 sys em threa	 to: (1)
identify and categorize the potential threatsagainst voting systems, (2 	 'tine
these threats based upon an agreed upon 	 which uld tell us ho	 u
each threat is to accomplish from the attacker 	 t o	 , and (3) determine
utilizing the same metric employed to prioritize 	 how much more
difficult each of the catalogued attacks would beco 	 fter various sets of
countermeasures
are implemented.

This model allows us to identify theaàacks,wé 	 ldbqriost concerned about
(i e., the most practical d least difficult 	 Furthermore,ore, it allows us to
quantify the pot " is	 'veness of various sets o countermeasures (i.e., how
difficult the	 difficul aflack is after t countermeasure has been implement
Other poten 'al	 is co dered, but ultiijiatelv rejected by the Task
Force, are detaile	 dix

IDE VTI f ► , -._ N OF THREATS
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involve some combination of these categories. We provide a discussion of each
type of attack in "Categories of Attacks," infra at pp. 24-27.

PRIORITIZING THREATS:
NUMBER OF INFORMED PARTICIPANTS AS METRIC

Without some form of prioritization, a compilation of the threats is of limited
value. Only by prioritizing these various threats could we help election officials
identify which attacks they should be most concerned about, and what steps
could be taken to make such attacks as difficult as possible. As discussed below, we
have determined the level of difficulty for each attack where th - . cker is
attempting to affect the outcome of a close statewide electiq 

There is no perfect way to determine which attacks ar
each attack requires a different mix of resources –
programming skills, security expertise, etc. Diff	 t
resources easier to acquire than others. For exad pie, e 
local election officials would always invol `` ell-place
understanding of election procedures; at the 	 a time,
expect such officials to have highly skilled hackØ
working with them. By contrast, election fraud
would likely start with plenty o ' . • ey and technicaIi
probably without many convenien	 ' ed insiders or
election procedures.

Ultimately, we decided to use the "null 	 info
for determining a	 ulty. Ana	 which
deemed the eaar attack.

t. because
acea N

auded

ey,
ersertain

onfr 	 by
nsidouch

is no reason

by a foreign government
lied attackers, but

ed .knowledge of

;ipants" as the metric
participants is

We have define	 <: rm e > _ icipant" as -Meone whose participation is needed
to make the attack workindenough about the attack to foil or
expose itfhiisto be dtiguisheda participant who unknowingly assists
tic attack by'oming a tk that is integral to the attack's successful execution
without understandg that t	 is part of an attack on voting systems.

The	 on for using ' , security metric "number of informed participants" is
relati	 aightfo	 d: the larger a conspiracy is, the more difficult it would be
to keep i € t. Where an attacker can carry out an attack by herself, she need
only trust h	 the other hand, a conspiracy that requires thousands of
people to take iaft (like a vote-buying scheme) also requires thousands of people
to keep quiet. The larger the number of people involved, the greater the likelihood
that one of them (or one who was approached, but declined to take part)
would either inform the public or authorities about the attack, or commit some
kind of error that causes the attack to fail or become known.

Moreover, recruiting a large number of people who are willing to undermine the
integrity of a statewide election is also presumably difficult. It is not hard to imagine
two or three people agreeing to work to change the outcome of an election.
It seems far less likely that an attacker could identify and employ hundreds or
thousands of similarly corrupt people without being discovered.
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We can get an idea of how this metric works by looking at one of the threats listed
in our catalogs: the vote-buying threat, where an attacker or attackers pay individuals
to vote for a particular candidate. This is Attack Number 26 in the PCOS
Attack Catalogzz (though this attack would not be substantially different against
DREs or DREs w/ WPT).z3 In order to work under our current types of voting
systems, this attack requires (1) at least one person to purchase votes, (2) many
people to agree to sell their votes, and (3) some way for the purchaser to confirm
that the voters she pays actually voted for the candidate she supported. Ultimately, we
determined that, while practical in smaller contests, a vote-buying attack would be an
exceptionally difficult way to affect the outcome of a statewide J ection. This is because,
even in a typically close statewide election, an attacker woul ee tp involve thousands
of voters to ensure that she could affect the outcome of a stâwide race.24

For a discussion of other metrics we considered, but matel :acted, see
Appendix C.

DETERMINING NUMBER OF INFORMED

DETERMINING THE STEPS AND VALUES

The Task Force members broke down each of the mectãlogucd attacks into its necessary
steps. For instance, Attack 12 in he - PCOS Attack Cátalog is "Stuffing
Ballot Box with Additional Mark 	 ."u We determined that, at a minimum,
there were three component parts 	 1) stealing 6r creating the
ballots and then marking them, (2) scanning nning	 kd ballots through the PCOS
scanners, probably before re the polls op - e  nd (3) nodfving the poll books in
each location to cnsr that. the total numcr of votes, in 	 ballot boxes was not.
greater than the numbcrfvoters who sigited in at the polling place.

Task Force membersthen signed a value presenting the minimum number of
persoIs they believe necssary to accomplish each goal. For PCOS

were assienea:26

or create ballots: 5 persons total.n

number > uired to scan marked ballots: 1 per polling place attacked.

to modify poll books: 1 per polling place attacked.28

After these vale s were assigned, the Brennan Center interviewed several election
officials to sewhether they agreed with the steps and values assigned to each
attack.29 When necessary, the values and steps were modified. The new catalogs,
including attack steps and values, were then reviewed by Task Force members.
The purpose of this review was to ensure, among other things, that the steps and
values were sound.

These steps and values tell us how difficult it would be to accomplish a single attack
in a single polling place. They do not tell us how many people it would take to change
the outcome of an election successfully — that depends, of course, on specific facts
about the jurisdiction: how many votes are generally recorded in each polling

38	 01093



Voting Fraud and Voter Intimidation – Preliminary Research & Recommendations

place, how many polling places are there in the jurisdiction, and how close is the
race? For this reason, we determined that it was necessary to construct a hypothetical
jurisdiction, to which we now turn.

NUMBER OF INFORMED PARTICIPANTS NEEDED TO CHANGE
STATEWIDE ELECTION

We have decided to examine the difficulty of each attack in the context of changing
the outcome of a reasonably close statewide election. While we are concerned
by potential attacks on voting systems in any type of election, we are most troubled
by attacks that have the potential to affect large numbers of votes. These are
the attacks that could actually change the outcome of a statewi , lection with
just a handful of attack participants.

We are less troubled by attacks on voting systems
of votes (and might therefore be more useful in lo
because there are many non-system attacks that €
votes (i.e., sending out misleading informatioJb
intimidating voters, submitting multiple ab  tge
these non-system attacks are likely to be es i
financial cost, risk of detection, and time-comm
that an attacker would target voting machines to a

t a small number
is

number of
polling places,

Nth 'ots etc.). Give
in	 of nu

e a uncert
.small number of votes.

for an	 aange the outcome
composite
statewide election.

In order to evaluate how difficult
of a statewide election, we created
jurisdiction was created to be repre
We did not want to e amine a statf
skewed toward o , 	 to (for

'iae election wnere results were so
s ems, the re-election of Senator Edward M.

Kennedy in 20Q. where	 on 73% of The vote30), that reversing the election
results would	 ossibwithout causing extreme public suspicion. Nor did 	 we
want to look at r'a 	 vhe -	 ging only a lative handful of votes (for
instant  th Govern r ac" 'in Washington State in 2004, which was decided by
a	 '-su) could affeet the outcome of an election; under this scenario,

ny of the potntia1 atta cs ould involve few people, and therefore look equally

We1e named our irposite jurisdiction "the State of Pennasota." The State
of Pe	 to is a con site of ten states: Colorado, Florida, Iowa, Ohio, New
Mexico,	 Iva 	 Michigan, Nevada, Wisconsin and Minnesota. These
states were : > ecause they were the ten "battleground" states that Zogby
International c istently polled in the spring, summer, and fall 2004.32 These
are statewide 1ections that an attacker would have expected, ahead of time, to
be fairly close.

We have also created a composite election, which we label the "Governor's Race"
in Pennasota. The results of this election are a composite of the actual results in
the same ten states in the 2004 Presidential Election.

We have used these composites as the framework by which to evaluate the difficulty
of the various catalogued attacks.33 For instance, we know a ballot-box stuffing
attack would require roughly five people to create and mark fake ballots, as
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well as one person per polling place to stuff the boxes, and one person per polling
place to modify the poll books. But, in order to determine how many informed
participants would be needed to affect a statewide race, we need to know how
many polling places would need to be attacked.

The composite jurisdiction and composite election provide us with information
needed to answer these questions: i.e., how many extra votes our attackers would
need to add to their favored candidate's total for him to win, how many ballots
our attackers can stuff into a particular polling place's ballot box without arousing
suspicion (and related to this, how many votes are generally cast in the average
polling place), how many polling places are there in the staeev.., We provide
details about both the composite jurisdiction and election ioon entitled
"Governor's Race, State of Pennasota, 2007," infra at pp 

LIMITS OF INFORMED PARTICIPANTS AS M

Of the possible metrics we considered, we beli c thattn
people who know they are involved in an attack (and thu
of the attack to the authorities and/or the : - 'a)is the
attack difficulty; as already discussed, we hae.c&icludc
attacker is forced to involve in his attack, the morë l' }
would reveal the attack's existe -. a and foil the attackp
attackers to jail. However, wear of a number o
methodology could provide us wiable results.

of
i could provid' 'dene
t single meas
hat the more pe ple an

it is that one of the participants
-haps sending

es where the

By deciding to concentrate on size o
other resources whqnplanning an attar
makes use of s	 no	 3a to hide ati
Attack No.1 a' discussed greater deta
than an attack pro m delivered red over a
discussion of wire wire1es ninfra a

aiw • stly ignore the need for
;, a so ., re attack on DREs which
structi n files (see "DRE wI VVPT
-a at pp. 62-65) is considered easier
ss network at the polling place (see
5-91). However, the former attack
y sophisticated attacker.

Another imperfqin with t1inLric is that we do not have an easy way to represent
llow\much choiceth : attackerths in finding members of his attack team.

th PCOS vo <t , we conclude that the cost of subverting a routine audit
of b1lot's roughly equal to the cost of intercepting ballot boxes in transit and
suhstitut1naltered ballots ots (see discussion of PCOS attacks, infra at pp. 77-83).
However, subyerting the audit team requires getting a specific set of trusted people
to cooperate wlth tha attacker. By contrast, the attacker may be able to decide
which precincts to tamper with based on which people he has already recruited
for his attack.

In an attempt to address this concern, we considered looking at the number of
"insiders" necessary to take part in each attack. Under this theory, getting five
people to take part in a conspiracy to attack a voting system might not be particularly
difficult. But getting five well-placed county election officials to take part in
the attack would be (and should be labeled) the more difficult of the two attacks.
Because, for the most part, the low-cost attacks we have identified do not necessarily
involve well placed insiders (but could, for instance, involve one of many
people with access to commercial off the shelf software ("COTS") during development
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or at the vendor), we do not believe that using this metric would have
substantially changed our analysis.35

Finally, these attack team sizes do not always capture the logistical complexity of
an attack. For example, an attack on VVPT machines involving tampering with
the voting machine software and also replacing the paper records in transit
requires the attacker to determine what votes were falsely produced by the voting
machine and print replacement records in time to substitute them. While this is
clearly possible, it raises a lot of operational difficulties — a single failed substitution
leaves the possibility that the attack would be detected during the audit of
ballots.

We have tried to keep these imperfections in mind when 	 discussing
our least difficult attacks.

We suspect that much of the disagreement b
security experts in the last several years stems
prioritizing the difficulty of attacks. Election
in the logistics of handling tons of paper s ' V
understand the kind of breakdowns in prose
like ballot box stuffing; in contrast, sophisticate
appear very difficult to many of them. Computer
sophisticated attacks on comput	 ems, and r
tools and expertise that makes the	 rac
idea how they would manage the lo' ,.' tic
Looking at attack team size is one w } to bridge

betw e vot g otticals d computer
` i ifference o	 on in

'icials, with extensive . _, .rience
have l , e faith in paper

t 1	 traditional atksc
on computer voting systems

s >•- ^ experts understand
eco	 a availability of
tical to fadhbhJut have no clear

g a pat'-based system.
fetence in perspective.

EFFECTS O NWIJj ENTING COUNTERIUIEASURE SETS

The final step ôfóur ^tlhrea <à alysis is to me e the effect of certain countermeasures
against the catalo	 attacks. How much more difficult would the
attac	 a once the ountei eatirë are put into effect? How many more
infoidpartidpants (if	 ) would be needed to counter or defeat these

process fore	 ing th	 ectiveness of a countermeasure mirrors the
p >	 for determin . the df iculty of an attack: we first asked whether the
co	 easure wouP< . . Ilow us to detect an attack with near certainty. If we
agreed thtbe count - . easure would expose the attack, we identified the steps
that wouldbe ieces	 to circumvent or defeat the countermeasure. For each
step to defea countermeasure, we determined the number of additional
informed	 jç4 ants (if any) that an attacker would need to add to his team.
As with the process for determining attack difficulty, the Brennan Center interviewed
numerous election officials to see whether they agreed with the steps and
values assigned. When necessary, the values and steps for defeating the countermeasures
were altered to reflect the input of election officials.

COUNTERMEASURES EXAMINED

BASIC SET OF COUNTERMEASURES

The first set of countermeasures we looked at is the "Basic Set" of countermeasures.
This Basic Set was derived from security survey responses36 we received
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from county election officials around the country, as well as additional interviews
with more than a dozen current and former election officials. Within the Basic
Set of countermeasures are the following procedures:

Inspection

The jurisdiction is not knowingly using any uncertified software that is subject
to inspection by the Independent Testing Authority (often referred to as
the "ITA").37

Physical Security for Machines

• Ballot boxes (to the extent they exist) are	 isure they are empty)
and locked by poll workers immediately 1 	 are opened.

• Before and after being brought to the 	 systems for
each county are locked in a single ro(

• The warehouse has perimeter alai 	 ure loc video	 regular
visits by security guards.

• Access to the wai
	

led by sigh
	

with card keys or
similar automatic	 and exit for

• Some form of "tamper
	

before and after
each election._

• The	 to falling locations five to fifteen days before

Day Records

• At cloy
	

lies for each machine are totaled and compared with
number	 signed the poll books.

copy of to J for each machine is posted at each polling place on Election
t and talçeh home by poll workers to check against what is posted publicly at

el: he quarters, on the web, in the papers, or elsewhere.38

All au information (i.e., Event Logs, VVPT records, paper ballots, machine
print is of totals) that is not electronically transmitted as part of the unofficial
upload to the central election office, is delivered in official, sealed and hand-
delivered information packets or boxes. All seals are numbered and tamper-
evident.

• Transportation of information packets is completed by two election officials
representing opposing parties who have been instructed to remain in joint
custody of the information packets or boxes from the moment it leaves the
precinct to the moment it arrives at the county election center.
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• Each polling place sends its information packets or boxes to the county election
center separately, rather than having one truck or person pick up this data from
multiple polling locations.

• Once the sealed information packets or boxes have reached the county election
center, they are logged. Numbers on the seals are checked to ensure that they
have not been replaced. Any broken or replaced seals are logged. Intact seals are
left intact.

• After the packets and/or boxes have been logged, they are provided with physical
security precautions at least as great as those listed for 	 ; g machines, above.
Specifically, for Pennasota, we have assumed the rltin hich the packets are
stored have perimeter alarms, secure locks, vide 	 eillance and regular visits
by security guards and county police officers,anda	 o the room is
controlled by sign-in, possibly with card keys similar 	 matic logging of
entry and exit for regular staff.

Testing39

• An Independent Testing Authority has 	 of voting machine
used in the polling place.

• Acceptance Testing4o is p	 on machines"at ime,. or soon after they are
received by County.

• Pre-electio o is and Accurate 	 ting 	 ftrmedd by the relevant election

• Prior to:opening t `- lls, every voting machine and vote tabulation system is
checked ios that itis st'll confi - ur d for the correct election, including the
correct preci t : ballotother applicable details.

IMEN FOR AUTOMATIC ROUTINE AUDIT
S BASIC SET	 UNTE	 RES.

and set of co rmeasures is the Regimen for an Automatic Routine
i .:..s Basic Set of Countermeasures.

Some form toutidte auditing of voter-verified paper records occurs in 12 states,
to test the acct* of electronic voting machines. They generally require between 1 and
10% of all prec nct voting machines to be audited after each election. 42

Jurisdictions can implement this set of countermeasures only if their voting systems
produce some sort of voter-verified paper record of each vote. This could
be in the form of a paper ballot, in the case of PCOS, or a voter-verified paper
trail ("VVPT"), in the case of DREs.

We have assumed that jurisdictions take the following steps when conducting an
Automatic Routine Audit (when referring to this set of assumptions "Regimen for
an Automatic Routine Audit"):
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The Audit

• Leaders of the major parties in each county are responsible for selecting a
sufficient number of audit-team members to be used in that county.43

• Using a highly transparent random selection mechanism (see point ii, below), the
voter-verified paper records for between a small percentage of all voting
machines in the State are selected for auditing.

• Using a transparent random selection method, auditors are assigned to the
selected machines (two or three people, with represents = Yes of each major
political party, would comprise each audit team).

• The selection of voting machines, and the assi - ieiijeauditors to machines,
occurs immediately before the audits take pla The au 	 take place as soon
after polls close as possible – for examp a 	 aim. the I1g after polls close.

• Using a transparent random select* etho
personnel and the video monitor monitor8iM to
chosen from a large pool of on-duty o

• The auditors are providétp machine tallie
tally reflects the sums tliee a tallies
the paper.

• The audit

Process

police offoffi ecurity
voter-veri 	 ecords are

oyees on el Lion night.

able to see that the county
,start of the inspection of

s (in the case of VVPT, the
and undervotes.

In this rcp	 e ha	 umed th t -` om auditing procedures are in place for
both a ogini n. for an Automatic Rourine Audit and Regimen for Parallel

sting. We have further assumed procedures to prevent a single, corrupt person
from being able t 	 he results. is implies a kind of transparent and public
rndrn procedure.

For the Regimen for aiAutomatic Routine Audit there are at least two places
where transparent, random selection processes are important: in the selection of
precincts to audit,and in the assignment of auditors to the precincts they will be
auditing.

Good election security can employ Transparent Random Selection in other
places with good effect:

• the selection of parallel testers from a pool of qualified individuals.

• the assignment of police and other security professionals from on-duty lists, to
monitor key materials, for example, the VVPT records between the time that they
arrive at election central and the time of the completion of the ARA.
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If a selection process for auditing is to be trustworthy and trusted, ideally:

• The whole process will be publicly observable or videotaped;aa

• The random selection will be publicly verifiable, i.e., anyone observing will be
able to verify that the sample was chosen randomly (or at least that the number
selected is not under the control of any small number of people); and

• The process will be simple and practical within the context of current election
practice so as to avoid imposing unnecessary burdens on election officials.

There are a number of ways that election officials can ensures ' I 'nd of transparent
randomness. One way would be to use a state lottery mac 	 o select precincts or
polling places for auditing. We have included two pot tt: ' amples of transparent
random selection processes in Appendix F. These appIio th	 'men for Parallel
Testing as well.

REGIMEN FOR PARALLEL TESTING PLUS BASIGET OF

The final set of countermeasures we havd ex	 d is "	 llel Testing" ps^the
Basic Set of countermeasures. Parallel Testingb rna election-day testing,
involves selecting voting machines at random and 	 them as realistically
as possible during the period tha 	 s are being cast.

Parallel Testing

In developing our s o assumptions f< l' ` llel 	 iwe relied heavily upon
interviews with Io1 	 itney, Proje	 anger 	 Testing in the State
of California 	 concluss drawn fro his Report 45 In our analysis, we
assume that4hjwing . cedures wou	 included in the Parallel Testing
regimen (when r4ig t 	 E egimen "	 men for Parallel Testing") that we

• At leas " ... of ea 	 model (meaning both vendor and model) would be
selected to	 allel	 g;

f

t least two	 s from each of the three largest counties would be parallel
d;

• Countteçobe parallel tested would be chosen by the Secretary of State in a
transparent and random manner.

• Counties would be notified as late as possible that machines from one of their
precincts would be selected for Parallel Testing;46

• Precincts would be selected through a transparent random mechanism;

• A video camera would record testing;

• For each test, there would be one tester and one observer;

0109.x,
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• Parallel Testing would occur at the polling place;

• The script for Parallel Testing would be generated in a way that mimics voter
behavior and voting patterns for the polling place;

• At the end of the Parallel Testing, the tester and observer would reconcile vote
totals in the script with vote totals reported on the machine.

Transparent Random Selection Process

We further assume that the same type of transparent random se : Lion process
that would be used for the Regimen for Automatic Routine 4it ould also be
employed for the Regimen for Parallel Testing to determii1ch machines
would be subjected to testing on Election 	 r 

APPENDIX C

ALTERNATIVE SECURITY METRICS C

Dollars Spent

The decision to use the number of inlbrmed jarticipants as the metric for attack
level difficulty came ajler considering  v . ` othfpotential metrics. One of the
first metrics we conidérdwas the dolIaifcost of attae . This metric makes sense
when looking	 tattacks thatseek financigain — for instance, misappropriating
corporate funds it is not rational to spend l00000 on the misappropriation of
corporate funds if the tota	 of those ftMds is $90,000. Ultimately, we rejected
this rnettic s the basis tbr our anaIysi bch use the dollar cost of the attacks
we cónidered were dwarfed by both ( current federal and state budgets, and (2)

e amounts cühnt1y spé'nl ë ally in state and federal political campaigns.

Attack

The reré1tirç security 'safes and other safety measures are often rated in terms
of "time	 eat." JMs was rejected as metric of difficulty because it did not
seem releva	 mg systems. Attackers breaking into a house are concerned
with the amouiØof time it might take to complete their robbery because the
homeowners or police might show up. With regard to election fraud, many
attackers may be willing to start months or years before an election if they believe
they can control the outcome. As discussed supra at pp. 35-48, attackers may be
confident that they can circumvent the independent testing authorities and other
measures meant to identify attacks, so that the amount of time an attack takes
becomes less relevant.
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Appendix 4
Voting Fraud-Voter Intimidation Working Group

The Honorable Todd Rokita
Indiana Secretary of State
Member, EAC Standards Board and the Executive Board of the Standards Board

Kathy Rogers

sates

,, U.S.

EAC Invited Technical Advisor:

Craig Donsanto
Director, Election Crimes Branch, U.S. Department of Justice
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knowledge.
`" "Department Of Justice To Hold Ballot Access and Voting Integrity S	 ium, .S. Department of
Justice press release, August 2, 2005

Craig C. Donsanto, Prosecution of Electoral Fraud Under United Sta F 	 Law," IFES Political
Finance White Paper Series, 2006, p. 29

Ana Henderson and Christopher Edley, Jr., Voting Rights A	 u rization:	 ch-Based
Recommendations to Improve Voting Acess, Chief Justice WWalhnt Institute on 	 Ethnicity and
Diversity, University of California at Berkeley, School o w, 2006,p. 29
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Raymundo	 To Karen Lynn-Dyson/EAC/GOV@EAC
Martinez /EAC/GOV	

cc Thomas R. Wilkey/EAC/GOV@EAC, Juliet E.
06/22/2005 08:30 AM	 Thompson/EAC/GOV@EAC, Gracia

Hillman/EAC/GOV@EAC, Paul
bcc

Subject Voter Fraud

Karen:

Per our discussion, I should have some names later today of possible academic researchers for the voter
fraud/voter intimidation study. I assume you are collecting names from the other commissioners as well.
Additionally, I ran across the article below in today's Seattle Times...

Wednesday, June 22, 2005, 12:00 A.M. Pacific

6 accused of casting multiple votes

By Keith Ervin
Seattle Times staff reporter

Criminal charges have been filed against six more King County voters for allegedly casting more
than one ballot under a variety of circumstances in last November's election, prosecutors said
yesterday.

Two defendants, William A. Davis of Federal Way and Grace E. Martin of Enumclaw, were
accused of casting absentee ballots in the names of their recently deceased spouses, Sonoko
Davis and Lawrence Martin, respectively.

A mother and daughter were also charged with casting a ballot in the name of the mother's dead
husband. The mother, Harline H.L. Ng, and her daughter, Winnie W.Y. Ng, both of Seattle,
signed their names as witnesses to the "X" marked on the ballot of Jacob Ng, who had died in
February 2004.

Jared R. Hoadley of Seattle was accused of casting a ballot in the name of Hans Pitzen, who had
lived at the same Seattle address as Hoadley and who died last May.

Dustin S. Collings, identified as a homeless Seattle resident, was charged with casting two
ballots, both using the alias of Dustin Ocoilain, a name that was listed twice on the
voter-registration rolls.

The defendants are charged with repeat voting, a gross misdemeanor that carries possible jail
time of up to one year and a fine of up to $5,000.
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Election officials asked prosecutors to investigate the voters after news reporters and a blogger
reported that they may have voted twice. The voters will be arraigned July 5 in King County
District Court.

Two other voters previously received deferred sentences — and avoided jail time — after they
pleaded guilty to charges of repeat voting.

The King County Sheriffs Office is investigating several other cases, prosecutors reported
yesterday. The investigations resulted from the intense scrutiny surrounding the governor's
election in which Democrat Christine Gregoire defeated Republican Dino Rossi by 129 votes
after he narrowly won two earlier vote counts.

After the November election, prosecutors also successfully challenged the voter registrations of
648 felons whose right to vote had not been restored.

Keith Ervin: 206-464-2105 or kervinna,seattletimes.com

Copyri ght O 2005 The Seattle Times Company

RAY MARTINEZ III
Commissioner
U.S. Election Assistance Commission
1225 New York Avenue, N.W., Suite 1100
Washington, D.C. 20005

(202) 566-3100 (W)
(202) 566-3127 (FAX)
www.eac.gov

CONFIDENTIALITY NOTICE: This email message and all attachments, if any, are intended solely for the
use of the addressee and may contain legally privileged and confidential information. If the reader of this
message is not the intended recipient, you are hereby notified that any dissemination, distribution, copying
or other use of this message is strictly prohibited. If you received this message in error, please notify the
sender immediately by replying to this message and please delete it from your computer.
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Status Report - EAC Voting Fraud-Voter Intimidation Research - May 17, 2006

INTRODUCTION

Section 241 of the Help America Vote Act of 2002 (HAVA) requires EAC to conduct
research on election administration issues. Among the tasks listed in the statute is the
development of:

• nationwide statistics and methods of identifying, deterring, and investigating
voting fraud in elections for Federal office [section 241(b)(6)]; and

• ways of identifying, deterring, and investigating methods of voter intimidation
[section 241(b)(7)].

EEAC's Board of Advisors recommended that the agency make research on these matters a
high priority.

FOCUS OF CURRENT RESEARCH

In September 2005, the Commission hired two consultants with expertise in this subject
matter, Job. Serebrov and Tova Wang, to:

• develop a comprehensive description of what constitutes voting fraud and voter
intimidation in the context of Federal elections;

• perform background research (including Federal and State administrative and case
law review), identify current activities of key government agencies, civic and
advocacy organizations regarding these topics, and deliver a summary of this
research and all source documentation;

• establish a project working group, in consultation with EAC, composed of key
individuals and representatives of organizations knowledgeable about the topics
of voting fraud and voter intimidation;

• provide the description of what constitutes voting fraud and voter intimidation
and the results of the preliminary research to the working group, and convene the
working group to discuss potential avenues for future EAC research on this topic;
and

• produce a report to EAC summarizing the findings of the preliminary research
effort and working group deliberations that includes recommendations for future
research, if any;

As of the date of this report, the consultants have drafted a definition of election fraud,
reviewed relevant literature and reports, interviewed persons from government and
private sectors with subject matter expertise, analyzed news reports of alleged election
fraud, reviewed case law, and established a project working group.
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Status Report - EAC Voting Fraud-Voter Intimidation Research - May 17, 2006

DEFINITION OF ELECTION FRAUD

The consultants drafted a definition of election fraud that includes numerous aspects of
voting fraud (including voter intimidation, which is considered a subset of voting fraud)
and voter registration fraud, but excludes campaign finance violations and election
administration mistakes. This draft will be discussed and probably refined by the project
working group, which is scheduled to convene on May 18, 2006.

LITERATURE REVIEW

The consultants found many reports and books that describe anecdotes and draw broad
conclusions from a large array of incidents. They found little research that is truly
systematic or scientific. The most systematic look at fraud appears to be the report
written by Lori Minnite, entitled "Securing the Vote: An Analysis of Election Fraud".
The most systematic look at voter intimidation appears to be the report by Laughlin
McDonald, entitled "The New Poll Tax". The consultants found that books written about
this subject all seem to have a political bias and a pre-existing agenda that makes them
somewhat less valuable.

Moreover, the consultants found that reports and books make allegations but, perhaps by
their nature, have little follow up: As a result, it is difficult to know when something has
remained in the stage of being an allegation and gone no further, or progressed to the
point of being investigated or prosecuted or in any other way proven to be valid by an
independent, neutral entity. This is true, for example, with respect to allegations of voter
intimidation by civil rights organizations, and, with respect to fraud, John Fund's
frequently cited book, "Stealing Elections".

Consultants found that researchers agree that measuring something like the incidence of
fraud and intimidation in a scientifically legitimate way is extremely difficult from a
methodological perspective and would require resources beyond the means of most social
and political scientists. As a result, there is much more written on this topic by advocacy
groups than social scientists.

Other items of note:

There is as much evidence, and as much concern, about structural forms of
disenfranchisement as about intentional abuse of the system. These include felon
disenfranchisement, poor maintenance of databases and identification
requirements.

• There is tremendous disagreement about the extent to which polling place fraud,
e.g. double voting, intentional felon voting; noncitizen voting, is a serious
problem. On balance, more researchers find it to be less of a problem than is
commonly described in the political debate; but some reports say it is a major
problem, albeit hard to identify.

EAC-3
0109



Status Report - EAC Voting Fraud-Voter Intimidation Research - May 17, 2006

• There is substantial concern across the board about absentee balloting and the
opportunity it presents for fraud.

• Federal law governing election fraud and intimidation is varied and complex and
yet may nonetheless be insufficient or subject to too many limitations to be as
effective as it might be.

• Deceptive practices, e.g. targeted flyers and phone calls providing
misinformation, were a major problem in 2004.

• Voter intimidation continues to be focused on minority communities, although the
American Center for Voting Rights uniquely alleges it is focused on Republicans.

Recommendations

The consultants recommend that subsequent EAC research include a follow up study of
allegations made in reports, books and newspaper articles. They also suggest that the
research should focus on filling the gap between the lack of reports based on methodical
studies by social or political scientists and the numerous, but less scientific, reports
published by advocacy groups.

INTERVIEWS

The consultants jointly selected experts from the public and private sector for interviews.
The consultants' analysis of their discussions with these members of the legal, election
official, advocacy, and academic communities follows.

Common Themes

• There is virtually universal agreement that absentee ballot fraud is the biggest
problem, with vote buying and registration fraud coming in after that. The vote
-buying often comes in the form of payment for absentee ballots, although not
always. Some absentee ballot fraud is part of an organized effort; some is by
individuals, who sometimes are not even aware that what they are doing is illegal.
Voter registration fraud seems to take the form of people signing up with false
names. Registration fraud seems to be most common where people doing the
registration were paid by the signature.

There is widespread but not unanimous agreement that there is little polling place
fraud, or at least much less than is claimed, including voter impersonation, "dead"
voters, noncitizen voting and felon voters. Those few who believe it occurs often
enough to be a concern say that it is impossible to show the extent to which it
happens, but do point to instances in the press of such incidents. Most people
believe that false registration forms have not resulted in polling place fraud,
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Status Report - EAC Voting Fraud-Voter Intimidation Research - May 17, 2006

although it may create the perception that vote fraud is possible. Those who
believe there is more polling place fraud than reported/investigated/prosecuted
believe that registration fraud does lead to fraudulent votes. Jason Torchinsky
from the American Center for Voting Rights is the only interviewee who believes
that polling place fraud is widespread and among the most significant problems in
the system.

• Abuse of challenger laws and abusive challengers seem to be the biggest
intimidation/suppression concerns, and many of those interviewed assert that the
new identification requirements are the modem version of voter intimidation and
suppression. However there is evidence of some continued outright intimidation
and suppression, especially in some Native American communities. A number of
people also raise the problem of poll workers engaging in harassment of minority
voters. Other activities commonly raised were the issue of polling places being
moved at the last moment, unequal distribution of voting machines, videotaping
of voters at the polls, and targeted misinformation campaigns.

Several people indicate that, for various reasons, DOJ is bringing fewer voter
intimidation and suppression cases now, and has increased its focus on matters
such as noncitizen voting, double voting, and felon voting. Interviews with DOJ
personnel indicate that the Voting Section, Civil Rights Division, focuses on
systemic patterns of malfeasance in this area. While the Election Crimes Branch,
Public Integrity Section, continues to maintain an aggressive pursuit of systematic
schemes to corrupt the electoral process (including voter suppression), it also has
increased prosecutions of individual instances of felon, alien, and double voting.

The problem of badly kept voter registration lists, with both ineligible voters
remaining on the rolls and eligible voters being taken off, remains a common
concern. A few people are also troubled by voters being on registration lists in
two states. They said that there was no evidence that this had led to double voting,
but it opens the door to the possibility. There is great hope that full
implementation of the new requirements of HAVA – done well, a major caveat -
will reduce this problem dramatically.

Common Recommendations:

• Many of those interviewed recommend better poll worker training as the best way
to improve the process; a few also recommended longer voting times or voting on
days other than election day (such as weekends) but fewer polling places so only
the best poll workers would be employed.

• Many interviewed support stronger criminal laws and increased enforcement of
existing laws with respect to both fraud and intimidation. Advocates from across
the spectrum expressed frustration with the failure of the Department of Justice to
pursue complaints.

EAC-5
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Status Report - EAC Voting Fraud-Voter Intimidation Research - May 17, 2006

o With respect to DOJ's Voting Section, Civil Rights Division, John Tanner
indicated that fewer cases are being brought because fewer are warranted - it
has become increasingly difficult to know when allegations of intimidation
and suppression are credible since it depends on one's definition of
intimidation, and because both parties are doing it. Moreover prior
enforcement of the laws has now changed the entire landscape - race based
problems are rare now. Although challenges based on race and unequal
implementation of identification rules would be actionable, Mr. Tanner was
unaware of such situations actually occurring and his office has not pursued
any such cases.

o Craig Donsanto of DOJ's Election Crimes Branch, Public Integrity Section,
says that while the number of election fraud related complaints have not gone
up since 2002, nor has the proportion of legitimate to illegitimate claims of
fraud, the number of cases DOJ is investigating and.the number of indictments
his office is pursuing are both up dramatically. Since 2002, in addition to
pursuing systematic election corruption schemes, DOJ has brought more cases
against alien voters, felon voters and double voters than ever before. Mr.
Donsanto would like more resources so that his agency can do more and
would like to have laws that make it easier for the federal government to
assume jurisdiction over voter fraud cases.

• A couple of interviewees recommend a new law that would make it easier to
criminally prosecute people for intimidation even when there is not racial animus.

• Several advocate expanded monitoring of the polls, including some associated
with the Department of Justice.

• Almost everyone hopes that administrators will maximize the potential of
statewide voter registration databases to prevent fraud.

• Challenge laws, both with respect to pre-election day challenges and challengers
at the polls, need to be revised by all states to ensure they are not used for
purposes of wrongful disenfranchisement and harassment.

• Several people advocate passage of Senator Barak Obama's "deceptive practices"
bill.

• There is a split on whether it would be helpful to have nonpartisan election
officials - some indicated they thought even if elections officials are elected as
non partisan officials, they will carry out their duties in biased ways nonetheless.
However, most agree that elections officials pursuing partisan agendas are a
problem that must be addressed in some fashion. Suggestions included moving
election responsibilities out of the secretary of states' office; increasing
transparency in the process; and enacting conflict of interest rules.
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Status Report - EAC Voting Fraud-Voter Intimidation Research - May 17, 2006

• A few recommend returning to allowing use of absentee ballots "for cause" only
if it were politically feasible.

• A few recommend enacting a national identification card, including Pat Rogers,
an attorney in New Mexico, and Jason Torchinsky from ACVR, who advocates
the proposal in the Carter-Baker Commission Report.

• A couple of interviewees indicated the need for clear standards for the distribution
of voting machines

NEWS ARTICLES

Consultants conducted a Nexis search of related news articles published between January
1, 2001 and January 1, 2006. A systematic, numerical analysis of the data collected
during this review is currently being prepared. What follows is an overview of these
articles provided by the consultants.

Absentee Ballots

According to press reports, absentee ballots are abused in a variety of ways:

• Campaign workers, candidates and others coerce the voting choices of vulnerable
populations, usually elderly voters.

• Workers for groups and individuals have attempted to vote absentee in the names
of the deceased.

• Workers for groups, campaign workers and individuals have attempted to forge
the names of other voters on absentee ballot requests and absentee ballots and
thus vote multiple times.

It is unclear how often actual convictions result from these activities (a handful of articles
indicate convictions and guilty pleas), but this is an area in which there have been a
substantial number of official investigations and actual charges filed, according to news
reports where such information is available. A few of the allegations became part of civil
court proceedings contesting the outcome of the election.

While.absentee fraud allegations turn up throughout the country, a few states have had
several such cases. Especially of note are Indiana, New Jersey, South Dakota, and most
particularly, Texas. Interestingly, there were no articles regarding Oregon, where the
entire system is vote by mail.

EAC-7	
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Status Report - EAG Voting Fraud-Voter Intimidation Research - May 17, 2006

Voter Registration Fraud

According to press reports, the following types of allegations of voter registration fraud
are most common:

• Registering in the name of dead people;

• Fake names and other information on voter registration forms;

• Illegitimate addresses used on voter registration forms;

• Voters being tricked into registering for a particular party under false pretenses;
and

• Destruction of voter registration forms depending on the party the voter registered
with.

There was only one self evident instance of a noncitizen registering to vote. Many of the
instances reported included official investigations and charges filed, but few actual
convictions, at least from the news reporting. There have been multiple reports of
registration fraud in California, Colorado, Florida, Missouri, New York, North Carolina,
Ohio, South Dakota, and Wisconsin.

Voter Intimidation and Suppression

This is the area which had the most articles, in part because there were so many
allegations of intimidation and suppression during the 2004 election. Most of these
remained allegations and no criminal investigation or prosecution ensued. Some of the
cases did end up in civil litigation.

This is not to say that these alleged activities were confined to 2004 – there were several
allegations made during every year studied. - Most notable were the high number of
allegations of voter intimidation and harassment reported during the 2003 Philadelphia
mayoral race.

A very high number of the articles were about the issue of challenges to voters'
registration status and challengers at the polling places. There were many allegations that
planned challenge activities were targeted at minority communities. Some of the
challenges were concentrated in immigrant communities.

However, the tactics alleged varied greatly. The types of activities discussed also include
the following:

• Photographing or videotaping voters coming out of polling places;

• Improper demands for identification;
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Status Report - EAC Voting Fraud-Voter Intimidation Research - May 17, 2006

• Poll watchers harassing voters;

• Poll workers being hostile to or aggressively challenging voters;

• Disproportionate police presence;

• Poll watchers wearing clothes with messages that seemed intended to intimidate;
and

• Insufficient voting machines and unmanageably long lines.

Although the incidents reported on occurred everywhere, not surprisingly, many came
from "battleground" states. There were several such reports out of Florida, Ohio, and
Pennsylvania.

"Dead Voters and Multiple Voting"

There were a high number of articles about people voting in the names of the dead and
voting more than once. Many of these articles were marked by allegations of big
numbers of people committing these frauds, and relatively few of these allegations
turning out to be accurate according to investigations by the newspapers themselves,
elections officials, and criminal investigators. Often the problem turned out to be a result
of administrative error, poll workers mis-marking voter lists, a flawed registration list
and/or errors made in the attempt to match names of voters on the list with the names of
the people who voted. In a good number of cases, there were allegations that charges of
double voting by political leaders were an effort to scare people away from the voting
process.

Nonetheless there were a few cases of people actually being charged and/or convicted for
these kinds of activities. Most of the cases involved a person voting both by absentee
ballot and in person. A few instances involved people voting both during early voting
and on Election Day, which calls into question the proper marking and maintenance of
the voting Iists. In many instances, the person charged claimed not to have voted twice
on purpose. A very small handful of cases involved a voter voting in more than one
county and there was one substantiated case involving a person voting in more than one
state. Other instances in which such efforts were alleged were disproved by officials.

In the case of voting in the name of a dead person, the problem lay in the voter
registration list not being properly maintained, i.e. the person was still on the registration
list as eligible to vote, and a person took criminal advantage of that. In total, the San
Francisco Chronicle found five such cases in March 2004; the AP cited a newspaper
analysis of five such persons in an Indiana primary in May 2004; and a senate committee
found two people to have voted in the names of the dead in 2005.
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As usual, there were a disproportionate number of such articles coming out of Florida.
Notably, there were three articles out of Oregon, which has one hundred percent vote-by-
mail.

Vote Buying

There were a surprising number of articles about vote buying cases. A few of these
instances involved long-time investigations concentrated in three states (Illinois,
Kentucky, and West Virginia). There were more official investigations, indictments and
convictions/pleas in this area.

Deceptive Practices

In 2004 there were numerous reports of intentional disinformation about voting eligibility
and the voting process meant to confuse voters about their rights and when and where to
vote. Misinformation came in the form of flyers, phone calls, letters, and even people
going door to door. Many of the efforts were reportedly targeted at minority
communities. A disproportionate number of them came from key battleground states,
particularly Florida, Ohio, and Pennsylvania. From the news reports found, only one of
these instances was officially investigated, the case in Oregon involving the destruction
of completed voter registration applications. There were no reports of prosecutions or
any other legal proceeding.

Non-citizen Voting

There were surprisingly few articles regarding noncitizen registration and voting —just
seven all together, in seven different states across the country. They were also evenly
split between allegations of noncitizens registering and noncitizens voting. In one case,
charges were filed against ten individuals. In another case, a judge in a civil suit found
there was illegal noncitizen voting. Three instances prompted official investigations.
Two cases, from this Nexis search, remained just allegations of noncitizen voting.

Felon Voting

Although there were only thirteen cases of felon voting, some of them involved large
numbers of voters. Most notably, of course, are the cases that came to light in the
Washington gubernatorial election contest (see Washington summary) and in Wisconsin
(see Wisconsin summary). In several states, the main problem was the large number of
ineligible felons that remained on the voting list.

Election Official Fraud

In most of the cases in which fraud by elections officials is suspected or alleged, it is
difficult to determine whether it is incompetence or a crime. There are several cases of
ballots gone missing, ballots unaccounted for and ballots ending up in a worker's
possession. In two cases workers were said to have changed peoples' votes. The one
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instance in which widespread ballot box stuffing by elections workers was alleged was in
Washington State. The judge in the civil trial of that election contest did not find that
elections workers had committed fraud. Four of the cases are from Texas.

Recommendation

The consultants recommendthat subsequent EAC research should include a Nexis search
that specifically attempts to follow up on the cases for which no resolution is evident
from this particular initial search.

CASE LAW RESEARCH

After reviewing over 40,000 cases from 2000 to the present, the majority of which came
from appeals courts, the consultants found comparatively few applicable to this study. Of
those that were applicable, the consultants found that no apparent thematic pattern
emerges. However, it appears to them that the greatest areas of fraud and intimidation
have shifted from past patterns of stealing votes to present problems with voter
registration, voter identification, the proper delivery and counting of absentee and
overseas ballots, 'provisional voting, vote buying, and challenges to felon eligibility.

Recommendation

Because so few cases provided a picture of these current problems, consultants suggest
that subsequent EAC research include a review of state trial-level decisions.

PROJECT WORKING GROUP

Consultants and EAC worked together to select members for the Voting Fraud-Voter
Intimidation Working Group that included election officials and representatives of
advocacy groups and the legal community who have an interest and expertise in the.
subject matter. (See Attachment A for a list of members.) The working group is
scheduled to convene at EAC offices on May 18, 2006 to consider the results of the
preliminary research and to offer ideas for future EAC activities concerning this subject.

FINAL REPORT

After convening the project working group, the consultants will draft a final report
summarizing the results of their research and the working group deliberations. This
report will include recommendations for future EAC research related to this subject
matter. The draft report will be reviewed by EAC and, after obtaining an y clarifications
or corrections deemed necessary, will be made available to the EAC Standards Board and
EAC Board of Advisors for review and comment. Following this, a final report will be
prepared.
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Attachment A

Voting Fraud-Voter Intimidation Project Working Group

The Honorable Todd Rokita
Indiana Secretary of State
Member, EAC Standards Board and the Executive Board of the Standards Board

Kathy Rogers
Georgia Director of Elections, Office of the Secretary of State
Member, EAC Standards Board

J.R. Perez
Guadalupe County" Elections Administrator, TX

Barbara Arnwine
Executive Director, Lawyers Committee for Civil Rights Under Law
Leader of Election Protection Coalition
(To be represented at May 18, 2006 meeting by Jon M. Greenbaum, Director of the
Voting Rights Project for the Lawyers Committee for Civil Rights Under Law)

Robert Bauer
Chair of the Political Law Practice at the law firm of Perkins Coie, DC
National Counsel for Voter Protection, Democratic National Committee

Benjamin L. Ginsberg
Partner, Patton Boggs LLP
Counsel to national Republican campaign committees and Republican candidates

Mark (Thor) Hearne II
Partner-Member, Lathrop & Gage, St Louis, MO
National Counsel to the American Center for Voting Rights

Barry Weinberg
Former Deputy Chief and Acting Chief, Voting Section, Civil Rights Division, U.S.
Department of Justice

EAC Invited Technical Advisor:

Craig Donsanto
Director, Election Crimes Branch, U.S. Department of Justice
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Thomas R. Wilkey/EAC/GOV	 To Juliet E. Hodgkins/EAC/GOV@EAC, Donetta L.
04/20/2007 12:13 PM	 Davidson/EAC/GOV@EAC, Gracia

Hillman/EAC/GOV@EAC, Caroline C.
cc Gavin S. Gilmour/EAC/GOV@EAC

bcc

Subject Re: Fraud Report In

I discussed this with Julie last evening and again this morning and agree with her comments.
I believe both the IG review and our reponses to Senator Finesteins letter covers a great deal of what we
were asking them to do.

Sent from my BlackBerry Wireless Handheld
Juliet E. Hodgkins

-- Original Message ---

From: Juliet E. Hodgkins
Sent: 04/20/2007 12:14 PM EDT
To: Donetta Davidson; Gracia Hillman; Caroline Hunter; Rosemary Rodriguez;

Thomas Wilkey; Margaret Sims; Jeannie Layson
Cc: Gavin Gilmour
Subject: Fw: Fraud Report

Commissioners & Tom,

After having received this request, reviewed it and discussed it with the Inspector General and Gavin, I
believe that it is ill-advised to continue such a request in light of the pending investigation of this matter by
the Inspector General. While I am certain that this was not the intent of this request, the inevitable
appearance of this request would suggest that the Commission is seeking to influence an ongoing
investigation of the IG. This appearance of inappropriate influence would arise because two employees,
who will undoubtedly be contacted by and interviewed as a part of the ongoing IG investigation, are being
asked to provide a statement to their supervisors prior to interviews of those persons by the IG.
Furthermore, this situation could appear as an attempt by employees and/or the agency to collude on a
statement prior to making a formal statement in the investigation of the IG.

This IG's investigation was requested to address issues of public perception. Thus, it is critical that this
investigation proceed in a manner that leaves no room for question. As such, I believe that it is
inappropriate to proceed with this request.

Juliet T. Hodgkins
General Counsel
United States Election Assistance Commission
1225 New York Ave., NW, Ste 1100
Washington, DC 20005
(202) 566-3100
— Forwarded by Juliet E. Hodgkins/EAC/GOV on 04/20/2007 11:54 AM --

Thomas R. Wilkey/EAC/GOV

04/19/2007 05:03 PM	 To Juliet E. Hodgkins/EAC/GOV@EAC, Margaret
Sims/EAC/GOV@EAC

cc "Jeannie Layson" <jlayson@eac.gov>

Subject Fraud Report

After much discussion today among the Commissioners would like you both to prepare an in depth
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overview of the work you did on this report.
This would include all of the details of your work on the both the draft report and the final report adopted
by the Commissioners, Jeannie has offered to help you in any way.
I will discuss this further with each of you between now and tomorrow.
I have been at the damn conference all day and have, not been able to go to a single session or spend
time with people.
Thanks
Tom

Sent from my BlackBerry Wireless Handheld
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Margaret Sims /EAC/GOV	 To Jeannie Layson/EAC/GOV@EAC
04/17/2007 01:27 PM	 cc Juliet E. Hodgkins/EAC/GOV@EAC

bcc

Subject Re: Vote fraud report[--'j

As far as I know, you are absolutely correct! Julie did the bulk of the rewrite and used my analyses of the
preliminary info submitted by our contractors. I know that I had no contact with the administration
regarding this study. --- Peggy

Jeannie Layson/EAC/GOV

Jeannie Layson /EAC/GOV

04/17/2007 01:16 PM	 To psims@eac.gov, Thomas R. Wilkey/EAC/GOV@EAC,
jthompson@eac.gov

cc

Subject Vote fraud report

The St. Louis Post Dispatch wrote an editorial that said the administration edited our report. I am almost
absolutely sure that is not true, but I wanted to confirm that with you before I request a correction. Thanks.

Jeannie Layson
U.S. Election Assistance Commission
1225 New York Ave., NW
Suite 1100
Washington, DC 20005
Phone: 202-566-3100
www.eac.gov
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Jeannie Layson /EAC/GOV	 To psims@eac.gov, Thomas R. Wilkey/EAC/GOV@EAC,

04/17/2007 01:16 PM	 jthompson@eac.gov
cc

bcc

Subject Vote fraud report

The St. Louis Post Dispatch wrote an editorial that said the administration edited our report. I am almost
absolutely sure that is not true, but I wanted to confirm that with you before I request a correction. Thanks.

Jeannie Layson
U.S. Election Assistance Commission
1225 New York Ave., NW
Suite 1100
Washington, DC 20005
Phone: 202-566-3100
www.eac.gov
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Jeannie Layson /EAC/GOV	 To EAC Personnel

04/27/2007 04:54 PM	 cc

bcc

Subject Voter ID and Vote Fraud and Voter Intimidation IG Review
Update

Hello everyone,
The chair wanted to distribute the attached memo from the IG, which contains guidance about how we
proceed during the review of the voter ID and the vote fraud and voter intimidation research projects. She
will continue to keep staff informed as this review moves forward, and she thanks everyone for their
continued cooperation and hard work.

IG Memo to Chair on Review of Studies ( 4-27-07 ).pdf

Jeannie Layson
U.S. Election Assistance Commission
1225 New York Ave., NW
Suite 1100
Washington, DC 20005
Phone: 202-566-3100
www.eac.gov



U.S. ELECTION ASSISTANCE COMViMISSION
OFFICE OF INSPECTOR GENERAL

1225 New York Ave. NW - Suite 1100
Washington, DC 20005

April 27, 2007

Memorandum

To:	 Donetta Davidson
Chair, U.S. Elections Commission

From: Curtis Crider 	 w 4 c ..
Inspector General

Subject: U.S. Election Assistance Commission Activities Pending the Office of Inspector
General Investigation of the Voting Fraud and Voter Intimidation Report

In your letter of April 23, 2007, you requested my comments concerning several activities that
the Election Assistance Commission (EAC) was considering to undertake pending our review of
the Voting Fraud and Voter Intimidation Study and on related questions. My responses to your
proposed activities and questions follow:

1. The EAC would like to prepare a summary of the differences between the draft report
prepared by the consultants and the final report adopted by the EAC.

Answer: We believe that such a summary will be helpful to our investigation. Please
provide us with a copy of the summary of differences upon it is completion.

2. Would there be any prohibition against the Director of Communications speaking with
EAC employees, consultants or working group members when questions arise from
members of the press or under the Freedom of Information Act?

Answer: We are not aware of any prohibition. However, we suggest that EAC not
comment or limit its comments on this matter because of the ongoing investigation. Any
FOIA requests should be promptly responded to stating that the matter is under
investigation. Once the investigation is completed, appropriate information should be
made available to the FOIA requester.

3. Would there be any prohibition against EAC briefing members of the EAC Standards
Board and the EAC Board of Advisors.

Answer: We are not aware of any prohibition. Our preference, however, would be that
EAC allow the investigation to be completed before conducting any briefings.

4. Would there be any prohibition against gathering information related to this project in
order to respond to inquiries that have been made by members of Congress?
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Answer: We are not aware of any prohibition. As previously stated, our preference is
that there are no public comments while the investigation is in process or that comments
be limited. However, we appreciate the sensitivity of Congressional requests, EAC must
decide how best to proceed in this matter. We ask that you share any proposed responses
with us prior to their release and that you provide us with a copy of final responses and
any attachments.

5. Would there be any prohibition against responding to an inquiry that the Commission has
received from an attorney engaged by one of the consultants?

Answer: It is the EAC's decision whether to respond to the attorney for the consultant.
We prefer that the consultants not be released from the confidentiality clause of ther
contracts until the OIG has completed its investigations.

We understand that EAC will want to respond to criticism of its handling of the Voter Fraud and
Intimidation Study, and that management must ultimately decide how best to proceed. Our
preference would be that you attempt to defer commenting until we have finished our
investigation.

I appreciate you raising these matters to me before acting. Please feel free to contact me if you
have any questions about this memorandum.
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